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29 September 2017

20 September 2017

11 September 2017

06 July 2017

09 June 2017

26 May 2017

NEWS

   
INTERPOL General Assembly adopts data processing policy on refugees

   
INTERPOL capacity building programme targets human trafficking and trans-border crime in West Africa and Sahel

   
INTERPOL training targets border security in Southeast Asia

   
Vietnam President and INTERPOL Chief discuss regional and global security issues

   
INTERPOL border operation in Southeast Asia nets internationally wanted suspects

   
Fake document detection training by INTERPOL enhances security in Americas

Border management

Fighting terrorism and transnational crime through effective border management.

Stolen and Lost Travel Documents database
INTERPOL’s database of Stolen and Lost Travel Documents (SLTD) enables INTERPOL National Central Bureaus (NCBs) and other authorized law enforcement entities – such
as immigration and border control officers – to ascertain the validity of a travel document (passports, identity documents, visas) in seconds.

The SLTD database was created in 2002, following the 11 September 2001 terrorist attacks in the USA, in order to help member countries secure their borders and protect their
citizens from terrorists and other dangerous criminals using fraudulent travel documents. 

How it works
Details of stolen and lost passports are submitted directly to the STLD database by INTERPOL NCBs and law enforcement agencies via INTERPOL’s  I-24/7 secure global police
communication system. Only the country which issued a document can add it to the database.

Law enforcement officials at INTERPOL NCBs and other locations with access to INTERPOL’s databases through the I-24/7 system – such as airports and border crossings – can
query the passports of individuals travelling internationally against the SLTD, and immediately determine if the document has been reported as lost or stolen so they can take the
necessary actions.

INTERPOL is not automatically notified of all passport thefts occurring worldwide, and the SLTD database is not connected to national lists of stolen or lost passports. As such,
information on national statistics must be requested directly from the country in question.

Statistics
Starting with a few thousand records from just 10 countries, the SLTD database has grown exponentially. 

174 countries contribute to the database which contains more than 68 million records;
From January to September 2016 it was searched more than 1,243,000,000 times, resulting in more than 115,000 positive responses, or ‘hits’.

Extending access to SLTD
Despite the potential availability of the STLD database, not all countries systematically search the database to determine whether an individual is using a fraudulent passport.

In order to increase the use of the SLTD database worldwide, INTERPOL encourages each member country to extend access to the I-24/7 network – and through it access to its
criminal databases including the STLD – to major airports, border crossings and other strategic locations. This requires the installation of technical equipment or specialized
software.

To help identify and stop criminals from using lost or stolen travel documents long before they get to the airport or the border, INTERPOL has developed  I-Checkit. This initiative
allows trusted partners in the airline industry to submit travel documents for screening against the SLTD database when customers book a plane ticket.

A positive ‘hit’ will be relayed to law enforcement, to take any necessary actions.

Advice for travellers
Do not attempt to travel with a document that you have reported as lost or stolen.

Once you have declared your travel document as lost or stolen to your national authorities, it is cancelled and considered invalid. The details of the document are passed on to
INTERPOL and entered into the SLTD database. Border officials in INTERPOL's member countries can screen passenger information directly against the SLTD database.
Selected airlines can submit the document details through  I-Checkit for screening.

If you try to travel with an invalid document, entry or boarding is denied. The travel document is seized to prevent its future use and you cannot travel.

 View the travel safe infographic
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18 May 2017

12 May 2017

03 May 2017

28 April 2017

21 April 2017

04 April 2017

23 March 2017

22 March 2017

27 January 2017

07 December 2016

23 November 2016

04 November 2016

04 November 2016

21 October 2016

14 September 2016

10 August 2016

   
Suspected terrorist among 17 arrested during INTERPOL operation in Southeast Asia

   
Shaping border security focus of INTERPOL workshop on ASEAN common visa

   
INTERPOL and regional police organizations meet to enhance cooperation

   
INTERPOL training looks to enhance border security in Southeast Asia

   
Thousands of police officers across Europe join INTERPOL operation against illicit firearms

   
Cybersecurity experts meet on the future of major event security

   
INTERPOL training on fake document detection to boost security in Southeast Asia

   
INTERPOL reaffirms support to Global Coalition as international policing partner

   
INTERPOL’s Project Stadia and Council of Europe meet on major event security

   
INTERPOL border operation targets organized crime networks across West Africa

   
INTERPOL and EU project bolsters security in Jordan

   
INTERPOL training under EU-ASEAN programme spotlights border security

   
Fake document detection focus of INTERPOL training

   
INTERPOL Chief warns of dangerous gaps in global screening for foreign terrorist fighters

   
INTERPOL team helps safeguard ASEAN summit under EU-ASEAN programme

   
Global response to terrorism must evolve with the threat - INTERPOL Chief
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03 August 2016

13 June 2016

08 June 2016

07 June 2016

23 May 2016

29 April 2016

13 April 2016

01 April 2016

25 March 2016

19 March 2016

18 March 2016

23 February 2016

15 February 2016

15 February 2016

13 January 2016

11 January 2016

   
INTERPOL team in Brazil to support security measures during Rio Olympics

   
INTERPOL border operation in Southeast Asia targets crime suspects

   
INTERPOL’s global network supporting Euro 2016 security

   
Border management focus of INTERPOL training in West Africa

   
INTERPOL and UNODC forge closer ties in combating transnational crime

   
INTERPOL training to strengthen border management in West Africa

   
INTERPOL border operation in Southeast Asia targets terror suspects

   
Effective information sharing underpins efforts against nuclear terrorism – INTERPOL Chief

   
INTERPOL global resources supporting Brussels terror probe

   
INTERPOL advises enhanced border vigilance following Abdeslam arrest

   
Border security focus of INTERPOL training under EU-ASEAN programme

   
INTERPOL and Europol take steps against organized crime behind migrant smuggling

   
Enhancing port security in the Philippines focus of INTERPOL training

   
Drugs, criminals, guns and gold intercepted in INTERPOL border operation in West Africa

   
European Parliament President and INTERPOL Chief meet on security issues

   
INTERPOL Chief says fight against terrorism at decisive stage
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