Secret War

How the U.S. Uses Partnerships and Proxy Forces to Wage War Under the Radar

By Katherine Yon Ebright  PUBLISHED NOVEMBER 3, 2022

Brennan Center for Justice at New York University School of Law
Table of Contents

Introduction ............................................................... 3
I. History and Overview of Constitutional War Powers .............. 5
   Early History .......................................................... 5
   The Cold War .......................................................... 5
   September 11 and Its Aftermath ...................................... 6
II. Security Cooperation Authorities ..................................... 8
   10 U.S.C. § 127e: Surrogate Forces to Counter Terrorism .......... 14
   The § 1202 Authority: Surrogate Forces to Counter State Actors 21
III. The Need for Reform .................................................. 23
   Preventing Unauthorized Hostilities ................................ 23
   Improving Congressional and Public Oversight .................... 25
   Restating and Enforcing the Balance of War Powers ............. 26
Conclusion ................................................................. 27
Endnotes ................................................................. 28

ABOUT THE BRENNAN CENTER FOR JUSTICE

The Brennan Center for Justice at NYU School of Law is a nonpartisan law and policy institute that works to reform and revitalize — and when necessary defend — our country’s systems of democracy and justice. The Brennan Center is dedicated to protecting the rule of law and the values of constitutional democracy. We focus on voting rights, campaign finance reform, ending mass incarceration, and preserving our liberties while also maintaining our national security. Part think tank, part advocacy group, part cutting-edge communications hub, we start with rigorous research. We craft innovative policies. And we fight for them — in Congress and the states, in the courts, and in the court of public opinion.

STAY CONNECTED TO THE BRENNAN CENTER

Visit our website at www.brennancenter.org

© 2022. This paper is covered by the Creative Commons Attribution-NonCommercial-NoDerivs license. It may be reproduced in its entirety as long as the Brennan Center for Justice at NYU School of Law is credited, a link to the Center’s web pages is provided, and no charge is imposed. The paper may not be reproduced in part or in altered form, or if a fee is charged, without the Center’s permission. Please let the Center know if you reprint.
Introduction

Afganistan, Iraq, maybe Libya. If you asked the average American where the United States has been at war in the past two decades, you would likely get this short list. But this list is wrong — off by at least 17 countries in which the United States has engaged in armed conflict through ground forces, proxy forces, or air strikes.¹

For members of the public, the full extent of U.S. war-making is unknown. Investigative journalists and human rights advocates have cobbled together a rough picture of where the military has used force, but they rely on sources whose information is often incomplete, belated, or speculative. There is only so much one can learn about the United States’ military footprint from trawling Purple Heart ceremonies, speaking with retired military personnel, and monitoring social media for reports of civilian harm.²

Congress’s understanding of U.S. war-making is often no better than the public record. The Department of Defense provides congressionally mandated disclosures and updates to only a small number of legislative offices. Sometimes, it altogether fails to comply with reporting requirements, leaving members of Congress uninformed about when, where, and against whom the military uses force. After U.S. forces took casualties in Niger in 2017, for example, lawmakers were taken aback by the very presence of U.S. forces in the country.³ Without access to such basic information, Congress is unable to perform necessary oversight.

It is not just the public and Congress who are out of the loop. The Department of Defense’s diplomatic counterparts in the Department of State also struggle to understand and gain insight into the reach of U.S. hostilities. Where congressional oversight falters, so too does oversight within the executive branch.

This proliferation of secret war is a relatively recent phenomenon, and it is undemocratic and dangerous. The conduct of undisclosed hostilities in unreported countries contravenes our constitutional design. It invites military escalation that is unforeseeable to the public, to Congress, and even to the diplomats charged with managing U.S. foreign relations. And it risks poorly conceived, counterproductive operations with runaway costs, in terms of both dollars and civilian lives. So how did we get here?

Two sources of the government’s ability to wage war in secret are already the subject of much discussion. The first is the 2001 Authorization for Use of Military Force (AUMF), which was enacted in the wake of the September 11 attacks. Notwithstanding the limitations in its text, the 2001 AUMF has been stretched by four successive administrations to cover a broad assortment of terrorist groups, the full list of which the executive branch long withheld from Congress and still withholds from the public. The second is the covert action statute, an authority for secret, unattributed, and primarily CIA-led operations that can involve the use of force.⁴ Despite a series of Cold War-era executive orders that prohibit assassinations, the covert action statute has been used throughout the war on terror to conduct drone strikes outside areas of active hostilities.

But there is a third class of statutory authorities that enable undisclosed hostilities yet have received little public attention: security cooperation authorities. Congress enacted these provisions in the years following September II to allow U.S. forces to work through and with foreign partners. One of them, now codified at 10 U.S.C. § 333, permits the Department of Defense to train and equip foreign forces anywhere in the world. Another, now codified at 10 U.S.C. § 127e, authorizes the Department of Defense to provide “support” to foreign forces, paramilitaries, and private individuals who are in turn “supporting” U.S. counterterrorism operations.

While training and support may sound benign, these authorities have been used beyond their intended purpose. Section 333 programs have resulted in U.S. forces pursuing their partners’ adversaries under a strained interpretation of constitutional self-defense. Section 127e programs have allowed the United States to develop and control proxy forces that fight on behalf of and sometimes alongside U.S. forces. In short, these programs have enabled or been used as a springboard for hostilities.

The public and even most of Congress is unaware of the nature and scope of these programs. The Department of Defense has given little indication of how it interprets §§ 333 and 127e, how it decides which § 333 partner forces to defend, and where it conducts § 127e programs. When U.S. forces operating under these authorities direct or engage in combat, the Department of Defense often declines to inform Congress and the public, reasoning that the incident was too minor to trigger statutory reporting requirements.

Notwithstanding the challenges Congress has faced in overseeing activities under §§ 333 and 127e, Congress recently expanded the Department of Defense’s security cooperation authorities. Section 1202 of the National Defense Authorization Act (NDAA) for 2018 largely mirrors § 127e, but instead of supporting U.S. counterterrorism efforts, the partner forces it covers are intended to support U.S. “irregular warfare operations” against “rogue states,” such as Iran or North Korea, or “near-peers,” such as Russia and China. Far beyond the bounds of the war on terror,
identifies how those frameworks have inaugurated the modern era of secret war. It draws on public reporting and materials prepared by the Departments of Defense and State, as well as interviews with administration officials, congressional staffers, and journalists. Part I provides a brief history and overview of constitutional war powers and congressional oversight of the military; part II analyzes the suite of authorities under which security cooperation takes place; and part III identifies the constitutional defects of this secret war-making and proposes reforms to increase transparency and prevent abuse.

§ 1202 may be used to engage in low-level conflict with powerful, even nuclear, states.

Through these security cooperation provisions, the Department of Defense, not Congress, decides when and where the United States counters terrorist groups and even state adversaries. Moreover, by determining that “episodic” confrontations and “irregular” warfare do not amount to “hostilities,” the Department of Defense has avoided notification and reporting requirements, leaving Congress and the public in the dark.5

This report delves into the legal frameworks for conducting and overseeing security cooperation and
I. History and Overview of Constitutional War Powers

In the U.S. constitutional system, authority over military affairs is divided between Congress and the president. The Constitution explicitly grants Congress the power to declare war and the power to create, fund, and regulate the military. The Constitution also vests the president with a general “executive power” and provides that the president shall be the commander in chief of the military.

Based on Congress’s responsibility for declaring war and making military appropriations, the Constitution was long understood to afford Congress substantial control over where and how the military operates. Furthermore, a special limitation on the length of army appropriations—the Constitution’s Two-Year Clause—was understood to demand Congress’s regular and informed review of military affairs. The president’s role, by contrast, was narrow. Per the Supreme Court, the “power and duty” of the president was to “command[] the forces” and “direct the conduct of campaigns” after Congress had already “provide[d] by law for carrying on war.” Only in narrow circumstances, when defensive force was necessary to “repel sudden attacks” on U.S. soil and persons, was the Constitution understood to empower the president to act without congressional authorization.

As discussed below, this balance of power was respected for most of the nation’s history. But it began to unravel during the Cold War, a trend that has accelerated since September 11.

Early History

The precedent for congressional control and oversight of military operations was established early. Just 10 years after the Constitution’s adoption, during the Quasi-War with France, Congress exercised its authority to limit the geographic scope of U.S. naval activity. Denying a request from President Adams, Congress restricted American vessels to defending the coastline rather than cruising the high seas and seeking confrontations with French vessels. Congress additionally specified how American vessels would be armed, manned, and even provisioned—rations included one pound of bread each day and four ounces of cheese every other.

Adams acknowledged Congress’s wartime enactments, and the Supreme Court enforced them when American vessels exceeded their scope. The Supreme Court affirmed Congress’s power to wage a war “limited in place, in objects, and in time.”

Early presidents were careful not to overstep their authority, even when they acted unilaterally to defend the country from foreign threats. In 1801, while Congress was out of session, President Jefferson invoked his inherent constitutional authority to prevent the Barbary States from detaining and ransoming American merchants. The day after Congress returned, however, Jefferson dutifully apprised Congress of his deployment of American vessels to the Mediterranean, the circumstances that had given rise to the deployment, and the conduct of the vessels. He then sought and received Congress’s express permission to “go beyond the line of defense” in countering the Barbary States.

Presidential respect for Congress’s power to authorize or foreclose American military action, and transparency about military operations, persisted well past the Founding Era. Half a century after Jefferson repelled the Barbary States, President Lincoln followed his model in countering the Confederacy. The Civil War began when Congress was out of session, with the Confederacy’s bombardment of Fort Sumter. Lincoln called for a special legislative session and, as he waited for Congress to return, readied the nation for war and imposed a naval blockade to close the Confederacy’s ports. When Congress reconvened, Lincoln publicly outlined what he had done and sought retroactive and continuing congressional approval for it.

To aid Congress in its deliberations, he and his administration promised to “stand ready to supply omissions, or to communicate new facts considered important for [Congress] to know.”

Even when American lives and the unity of the country were at stake, Jefferson and Lincoln acknowledged the limits of presidential unilateralism and embraced accountability to Congress. They understood that transparency enabled Congress to fulfill its constitutional role of legislating on military affairs and determining whether, when, and how war could be waged.

The Cold War

Even as the United States grew in size and military might, Jefferson’s and Lincoln’s understanding of the constitutional balance of powers prevailed throughout the 19th century and into the early decades of the 20th. The Cold War, however, ushered in a shift in presidential practice regarding Congress’s authority to declare war and conduct military oversight.
In 1950, President Truman unilaterally committed American forces to the Korean War, enmeshing the United States in a three-year conflict without prior congressional approval. Departing from the established balance of powers, Truman asserted a presidential prerogative to use the military “in the broad interests of American foreign policy.” President Eisenhower followed in Truman’s footsteps, using the newly created CIA to engage in unauthorized and undisclosed hostilities in Latin America and Southeast Asia.

Eisenhower’s secret war in Laos — a war that his successors would broaden in size and scope — was particularly noteworthy. The CIA’s control of a “vast proxy army” of tens of thousands of Laotians, combined with its bombing campaign in support of those proxies, was a lurch, not a step, toward undoing the balance of powers envisioned in the Constitution and implemented by Jefferson and Lincoln. Congress had not approved the “large scale operations,” and legislators eventually excoriated the agency for acting “considerably beyond” its authority. But Congress’s condemnation came a full decade after the start of the secret war, as journalists finally broke the news on Laos by using “scraps of information picked up from irregular sources.”

Laos exemplified the dangers of secrecy in military affairs: by frustrating Congress’s ability to conduct oversight, the president could usurp Congress’s power to decide when, where, and how war would take place. The president could render Laos the “most heavily bombed nation in history,” and Congress and the American public would scarcely know it.

Perhaps because the constitutional balance of powers relied so heavily on military transparency, secrecy was on the rise. In 1960, Congress assessed that the Eisenhower administration had spurred “a growth of secrecy in the Federal Government unparalleled in American history,” using “the excuse of military security” to conceal where U.S. forces were and what they were doing. The trend accelerated under subsequent administrations. In 1969, President Nixon expanded the Vietnam War into neutral Cambodian territory without informing Congress, let alone requesting authorization. Congress learned of the incursion four years later, after an Air Force major blew the whistle on how he had “deliberately falsified the reports of at least two dozen secret B-52 [bomber] missions over Cambodia.”

The secret war in Cambodia pushed Congress to enact the War Powers Resolution, over Nixon’s veto. In accordance with the Constitution’s text and history, the War Powers Resolution reaffirmed the president’s obligation to seek congressional authorization before engaging U.S. forces in hostilities beyond the line of defense. It also required the president to notify and consult with Congress whenever combat-equipped U.S. forces were deployed and when they engaged in hostilities. Consistent with Congress’s power to limit war “in place, in objects, and in time,” the War Powers Resolution set forth special procedures for Congress to terminate hostilities and compel the withdrawal of U.S. forces from the field. Even without Congress’s use of these special procedures, the War Powers Resolution directed that the president “shall terminate” any unauthorized hostilities after 60 days or, in cases of “unavoidable military necessity,” 90 days.

Presidents were not eager to comply with these new measures to rein in unilateralism and restore transparency. Immediately, Nixon challenged the constitutionality of the War Powers Resolution. Subsequent administrations echoed his arguments while adopting strained interpretations of the law that neutered its reporting provisions and limitations on unauthorized hostilities. Thus, President Reagan maintained that his administration had acted in a manner consistent with the War Powers Resolution, even as it operated unauthorized paramilitary groups against Nicaragua’s government and launched an unauthorized invasion of Grenada.

But Congress did not let up. Lawmakers repeatedly brought suit under the War Powers Resolution to challenge unauthorized hostilities, whether those undertaken by Reagan or later by President Clinton in the former Yugoslavia. Congress also enacted legislation such as the Boland Amendments, which exercised Congress’s military appropriations power to prohibit the use of funds for “supporting, directly or indirectly, military or paramilitary operations in Nicaragua.” During the Clinton administration, Congress enacted similar funding prohibitions to restrict the use of U.S. forces in Bosnia and Herzegovina, Haiti, Rwanda, and Somalia.

**September 11 and Its Aftermath**

September 11 ushered in a new era of deference to the president. Congress quieted its efforts to preserve its constitutional role, and the War Powers Resolution lay dormant — even as new military authorities and technologies expanded the president’s power to deploy the military without explicit congressional authorization or even knowledge.

Within a week of the attacks, Congress passed the 2001 AUMF to allow President George W. Bush to pursue those who had “planned, authorized, committed, or aided the terrorist attacks.” Shortly thereafter, the Bush administration concluded that the terrorist organization al-Qaeda had perpetrated the attacks and that the Taliban, the political leadership of Afghanistan, were providing al-Qaeda with safe harbor. So began the war in Afghanistan.

But the 2001 AUMF was not limited to Afghanistan. Indeed, it had no geographic or temporal limitation. As Bush said on September 20, 2001, two days after signing
the 2001 AUMF into law, “There are thousands of terrorists in more than 60 countries. . . . Our war on terror begins with al-Qaeda, but it does not end there.” Contrary to the stated purpose of the 2001 AUMF — preventing those responsible for September II from perpetrating future acts of terrorism against the United States — Bush’s purpose was to ensure that “every terrorist group of global reach has been found, stopped, and defeated.”

This vision of the war on terror has superseded the plain text of the 2001 AUMF. Successive administrations have interpreted the 2001 AUMF to cover al-Qaeda’s “associated forces,” despite those words not appearing in the statute. The executive branch has designated a broad array of terrorist groups, including those that did not yet exist on September II, as associated forces. In doing so, presidents have unilaterally expanded the scope of the war on terror to organizations like al-Shabaab in Somalia, which was founded in 2006 and which threatens targets in East Africa, not the United States.

For much of the war on terror, Congress was unaware of the full list of associated forces or countries that the executive branch asserted were covered by the 2001 AUMF. Only in 2013 did President Obama provide Congress with a list of such forces and describe the executive branch’s rationale for designating them. Even then, the list did not include the countries in which the Department of Defense countered adversaries. The Trump administration, too, refused to provide information on the geographic scope of the war on terror — despite Congress’s enactment of a law specifically demanding it. In March 2022, after years of delay, the Biden administration finally provided the congressional foreign affairs and defense committees with a series of overdue reports on where and against whom U.S. forces have fought. These reports had lengthy classified annexes, were not provided to all congressional offices, and are not publicly available.

The AUMF, though, was not the end of the matter. On the day before he signed the 2001 AUMF into law, President Bush made a broad finding under 50 U.S.C. § 3093, the covert action statute, to grant the CIA “exceptional authorities” to kill or capture al-Qaeda targets around the world. This finding granted the CIA powers “identical” to those wielded by the Department of Defense under the 2001 AUMF, including the “direct use of lethal force.” By 2011, the CIA controlled a “3,000 man covert army in Afghanistan,” had used new drone technologies to conduct covert airstrikes in Yemen and Pakistan, and had killed upward of 2,000 militants and civilians. Twenty percent of CIA analysts were dedicated to identifying and locating targets for future drone strikes. Ostensibly a civilian agency, the CIA had the authorities and tools to act as a military force.

Even though the roles of the CIA and the military have converged, the executive branch maintains that the CIA is not subject to the same statutory reporting regime as the Department of Defense. When the CIA conducts hostilities, whether by directing a proxy force or conducting an airstrike, its hostilities are not reported to all of Congress or to the public. Indeed, they are not even reported to the congressional defense or foreign affairs committees. Instead, CIA activities are reported through highly classified notifications to the congressional intelligence committees. In some cases, the president limits these notifications to just eight senior lawmakers.

Building on the 2001 AUMF and the covert action statute, Congress has enacted security cooperation statutes to allow the military to “support” foreign forces whose objectives align with those of the United States. The ways in which these authorities have enabled military operations without specific congressional authorization and with limited oversight are the focus of this report and detailed in the next part.

Finally, the creation, use, and misuse of these statutory authorities came on the heels of a dramatic increase in the president’s claimed authority to conduct military operations without congressional authorization. In the years leading up to September II, executive branch lawyers formulated a novel theory of self-defense, under which the president could initiate hostilities just shy of an all-out war to protect “important national interests.” The George H. W. Bush and Clinton administrations cited this theory in support of unilateral interventions in Somalia and Bosnia and Herzegovina. And the Obama and Trump administrations expanded the theory, using it as the basis for unilateral interventions in Libya and Syria.

These legal authorities — the 2001 AUMF, the presidential finding under the covert action statute, the security cooperation provisions, and the newly expanded conception of constitutional self-defense — coincided with the development of drone and cyber technologies, so-called light-footprint means of using force against adversaries without a clear U.S. presence.

Able to operate under these new authorities and with these new technologies, the Department of Defense, like the CIA, had the tools to conduct hostilities in ways that were nearly imperceptible to Congress and the public. So it did. The military extended the reach of the war on terror across the globe, combating adversaries Congress could not have foreseen in places ranging from the Philippines to Tunisia. At times, it became clear to Congress that the scope of these hostilities far exceeded what it had authorized or even understood. But instead of invoking the War Powers Resolution or passing funding limitations, Congress has allowed this unaccountable behavior to persist.
II. Security Cooperation Authorities

According to Ambassador Stephen Schwartz, the United States “built” the Puntland Security Force in Somalia. In the years following September II, CIA agents recruited, trained, and paid fighters for the force. After a decade, the CIA transferred management of the force to the Department of Defense, to which the force’s 600 fighters reported directly. For another decade, these fighters combated al-Shabaab, an al-Qaeda affiliate, and the Islamic State in Somalia (ISS) on behalf of and alongside U.S. special operations forces. They were largely independent of the Somali government, despite being an elite armed brigade and one of Somalia’s most capable special operations units. And their relationship with U.S. forces was long kept secret, with U.S. officials disavowing the presence of military advisers in Somalia until 2014.

In late 2020, President Trump ordered the withdrawal of U.S. forces from Somalia, leaving the Puntland Security Force on its own for the first time in its history. Without guidance — or salaries — from the Department of Defense, and without strong ties to the Somali government, the Puntland Security Force was rudderless. Its forces abandoned the fight against al-Shabaab and ISS, taking up arms against the local government instead. A fight between Somali forces and the Puntland Security Force ensued, injuring civilians, shutting down schools, and rendering Puntland’s commercial capital a ghost town.

Undeterred, the Department of Defense asked President Biden to redeploy the military to Somalia, touting the supposed effectiveness of its work with local forces. In addition to the Puntland Security Force, the Department of Defense wanted to continue its in-person direction of the Danab Brigade, a force of 1,000 fighters that the United States had “funded, recruited, trained, and partnered with” since 2011. The Danab Brigade, for its part, had been accused of civilian harm and arbitrary arrests, some of which allegedly took place on missions directed and supervised by U.S. forces. And in 2017, U.S. forces logged their first combat death in Somalia since the 1990s while conducting a raid alongside the Danab Brigade. President Biden approved the redeployment in mid-2022.

Under what legal authority did the Department of Defense develop these proxy forces? The executive branch designated al-Shabaab an associated force of al-Qaeda, and thus a legitimate target under the 2001 AUMF, in 2016. It made the same determination for ISIS in 2014, and it has never publicly declared ISS an associated force. In other words, the Department of Defense developed and fought alongside the Puntland Security Force and the Danab Brigade before the AUMF was deemed to authorize hostilities against al-Shabaab and ISIS, let alone ISS. It could not have relied on the AUMF, at least not primarily.

Instead, the military’s work with the Puntland Security Force and the Danab Brigade has been categorized as security cooperation under 10 U.S.C. §§ 333 and 127e, two authorities that Congress enacted early in the war on terror. Using § 333, the Department of Defense sent U.S. forces to train and equip the Danab Brigade, which is a part of the Somali National Army. Through § 127e, the Department of Defense trained and equipped the Puntland Security Force, put the Puntland Security Force and Danab Brigade on the United States’ payroll, and directed both forces to pursue U.S. military targets and objectives.

The Department of Defense is unequivocal that it does not treat §§ 333 and 127e as authorizations for use of military force. The reality is not so clear. After all, U.S. forces have used these authorities to create, control, and at times engage in combat alongside groups like the Puntland Security Force and Danab Brigade.

This part investigates the text, implementation, and limitations of §§ 333 and 127e, explaining how these provisions have come to serve, by themselves or in combination with other authorities, as de facto authorizations for use of military force. It also addresses § 1202 of the 2018 NDAA, a new security cooperation provision that was modeled on § 127e and is used to counter state actors and their affiliates. For each of these authorities, this part discusses the relevant reporting regimes and the flow of information, or lack thereof, from the Department of Defense to Congress, other executive branch stakeholders, and the public.

10 U.S.C. § 333, often referred to as the “global train-and-equip authority,” states:

The Secretary of Defense is authorized to conduct or support . . . programs to provide training and equipment to the national security forces of . . . foreign countries for the purpose of building the capacity of such forces to conduct one or more of the following:

(1) Counterterrorism operations.
(2) Counter-weapons of mass destruction operations.
(3) Counter-illicit drug trafficking operations.
(4) Counter-transnational organized crime operations.
(5) Maritime and border security operations.
(6) Military intelligence operations.
(7) Air domain awareness operations.
(8) Operations or activities that contribute to an existing international coalition operation . . .
(9) Cyberspace security and defensive cyberspace operations.

It goes on to explain that § 333 programs can involve “the provision and sustainment of defense articles, training, defense services, supplies (including consumables), and small-scale construction.”

On its face, § 333 appears modest in its scope. It authorizes the Department of Defense to choose foreign states’ forces to receive U.S. assistance. The kind of assistance the Department of Defense can provide is limited and does not include running missions or combating adversaries. “Training” and “defense services” are defined as providing instruction and repairing equipment. The Department of Defense hews to and works within these definitions.

Moreover, § 333 programs are not secret. Information about § 333 programs is often unclassified, and the Department of Defense occasionally issues public descriptions and evaluations of them. The Department of Defense regularly apprises Congress of its § 333 programs through reports, notifications, and briefings. And it works closely with the Department of State in conceptualizing new programs.

The risk posed by § 333 is less about what the provision itself authorizes and more about how the authority can be used in combination with the executive branch’s ever-growing notion of its constitutional powers. Throughout the war on terror, presidents have claimed a broad right to act in self-defense, including the collective self-defense of U.S. partner forces. This supposed right has the potential to transform the § 333 authority to choose partner forces into an authority to choose adversaries — even in the absence of congressional authorization.

While this report focuses on § 333, this provision is not the only authority that allows the Department of Defense to deploy U.S. forces to train and equip partners. Section 333 simply is the broadest of these train-and-equip authorities, affording the department wide latitude to initiate programs in the countries and with the partners of its choosing. The concerns raised by § 333, as discussed herein, may also be raised by similar programs under train-and-equip authorities that are more limited in scope.

Section 333 in Practice and the Potential for Unauthorized Hostilities

In 2018, the Department of Defense ran or proposed § 333 programs in at least 52 countries across Africa, Asia, Europe, and Latin America. Many of these programs aimed to build foreign forces’ capacity to counter terrorist threats: a $27.8 million program to equip the Jordanian Border Guard with night vision devices and small arms; a $12.9 million program to train the Indonesian National Police on various weapons and medical equipment; a $10.1 million program to give the Kosovo Security Force vehicles and communications devices. Other programs, like a $22.1 million program in Ukraine, sought to enhance foreign forces’ capacity to conduct military intelligence operations or manage border security.

These programs were not operational. They did not authorize U.S. forces to accompany foreign forces on “real world” missions, off a base. Instead, they allowed U.S. forces to transfer military equipment, repair equipment, and train partners on how to use that equipment. Congressional overseers’ primary concerns about the § 333 authority centered on costs and efficiency.

Yet these programs have resulted in U.S. forces engaging in combat — including against groups that the Department of Defense has no authority to target under any AUMF. By running train-and-equip programs in locations where U.S. forces and their partners have foreseeably come under fire, the department has been able to rely on a broad view of constitutional authority to use force in “self-defense” without explicit congressional authorization.

To elaborate: the president has an inherent constitutional authority to repel sudden attacks on U.S. territory and persons. Based on this authority, the Department of Defense has established the concept of “unit self-defense,” or the defense of U.S. forces in a given area. Of course, U.S. forces must be able to protect themselves when confronted by adversaries. The concern arises, however, when U.S. forces are deployed to areas where § 333 partners are actively combating their own adversaries, who may not be covered by an AUMF. It is entirely predictable that U.S. forces may encounter or even be threatened by these
In the Philippines, U.S. forces were explicitly prohibited from engaging in combat, save for exercises of self-defense. Nonetheless, by establishing forward operating bases in the “hotbed” of terrorist activity and then patrolling to secure those bases, U.S. forces predictably ended up exchanging fire with adversaries. And when members of the Philippine military came under fire, U.S. forces would rescue them.

In 2011, Al Jazeera discovered that U.S. forces had engaged in direct combat with numerous groups hostile to the Philippine government, not just Abu Sayyaf or Jemaah Islamiyah. This broad implementation of self-defense raised speculation that U.S. forces were breaking their rules of engagement and overstepping their authority.

The Philippines is not the only country in which the Department of Defense has established risky forward operating bases for work with partner forces. The war on terror prompted the United States to shift from large, traditional bases toward smaller, secretive sites located closer to potential adversaries. In addition to those in the Philippines, researchers and investigative journalists have uncovered at least 34 forward operating bases in more than a dozen countries across Africa. The Department of Defense views security patrols around these bases as a “very real part of the mission to help protect . . . the area.”

Both unit and collective self-defense theories have enabled U.S. forces on train-and-equip assignments to engage in combat, despite the absence of congressional authorization. Nowhere is this more apparent than in the Philippines, where the Department of Defense has spent over $3.9 billion since 2001 on § 333 and related programs to help the Philippine military counter Abu Sayyaf and Jemaah Islamiyah — terrorist groups that have never been publicly identified as “associated forces” under the 2001 AUMF.

In the Philippines, U.S. forces were explicitly prohibited from engaging in combat, save for exercises of self-defense. Nevertheless, by establishing forward operating bases in the “hotbed” of terrorist activity and then patrolling to secure those bases, U.S. forces predictably ended up exchanging fire with adversaries. And when members of the Philippine military came under fire, U.S. forces would rescue them. In 2011, Al Jazeera discovered that U.S. forces had engaged in direct combat with numerous groups hostile to the Philippine government, not just Abu Sayyaf or Jemaah Islamiyah. This broad implementation of self-defense raised speculation that U.S. forces were breaking their rules of engagement and overstepping their authority.

The Philippines is not the only country in which the Department of Defense has established risky forward operating bases for work with partner forces. The war on terror prompted the United States to shift from large, traditional bases toward smaller, secretive sites located closer to potential adversaries. In addition to those in the Philippines, researchers and investigative journalists have uncovered at least 34 forward operating bases in more than a dozen countries across Africa. The Department of Defense views security patrols around these bases as a “very real part of the mission to help protect . . . the area.”

Both unit and collective self-defense theories have enabled U.S. forces on train-and-equip assignments to engage in combat, despite the absence of congressional authorization. Nowhere is this more apparent than in the Philippines, where the Department of Defense has spent over $3.9 billion since 2001 on § 333 and related programs to help the Philippine military counter Abu Sayyaf and Jemaah Islamiyah — terrorist groups that have never been publicly identified as “associated forces” under the 2001 AUMF.
has also allowed U.S. forces to engage in collective self-defense to rescue partners in Africa from adversaries not covered by the 2001 AUMF.\footnote{Brennan Center for Justice}

At least in the Philippines and Africa, the Department of Defense has seldom had occasion to engage in unit self-defense or collective self-defense against state actors, which may have a greater capacity to retaliate or escalate militarily. This cannot be taken for granted in other contexts, where the Department of Defense’s partners are fighting foreign states or their proxies. Presidents Trump and Biden have both relied on unit and collective self-defense to directly combat Iran-backed militia groups in Iraq and Syria.\footnote{Brennan Center for Justice} Separately, a congressional staffer suggested that U.S. forces running § 333 programs in Eastern Europe would have the authority to respond if they discovered a Russian threat while on assignment.\footnote{Brennan Center for Justice}

The ability to pair § 333 and an expansive conception of self-defense not only increases the likelihood of hostilities in places and against enemies Congress has not approved. It also creates the potential for intentional abuse. Although there is no evidence that this has happened, little prevents the Department of Defense from designing a § 333 program for the purpose of engaging an adversary without seeking congressional authorization. The department could simply launch a program to train and equip foreign partners that are fighting that adversary, thus placing U.S. forces in a position where combat is likely to occur. At that point, the department’s broad interpretation of constitutional self-defense could serve as the legal justification for U.S. military operations.

The risks of § 333 are not limited to circumstances in which the Department of Defense invokes constitutional self-defense. Section 333 can also overlap with the department’s broad reading of its AUMF authorities in ways that increase the chances of U.S. forces engaging in combat.

The overlap between § 333 and the 2001 AUMF explains the 2017 Niger incident, wherein U.S. forces deployed to run a § 333 program were ambushed and took casualties in the field. Although the § 333 team was primarily engaged in train-and-equip activities on a base, a standing order — one that, according to a former senior Department of Defense official, was “kind of pursuant to the [2001] AUMF” — allowed it to pursue targets off the base. Using this overlapping operational authority, the § 333 team and its Nigerien trainees undertook a mission to kill or capture a leader of the Islamic State in the Greater Sahara (IS-GS) near the border with Mali.\footnote{Brennan Center for Justice} The mission failed. The § 333 team and its partners lost their target and were confronted by IS-GS fighters outside the border town of Tonga Tongo. Four Americans and four Nigerien partners were killed in the ensuing shoot-out.\footnote{Brennan Center for Justice}

In the wake of the ambush, lawmakers and the Department of Defense scrambled to understand what had happened. Congress organized hearings about the incident and the Department of Defense’s authority to use force. The secretary of defense testified that the ambushed team had been in Niger “in a train and advise role,” not under the 2001 AUMF in a combat role.\footnote{Brennan Center for Justice} Later, the Trump administration would acknowledge that the team, though deployed to Niger for train-and-equip purposes, had conducted its mission pursuant to the 2001 AUMF.\footnote{Brennan Center for Justice} A Department of Defense investigation into the ambush found that U.S. forces deployed to run § 333 programs “have the authority to conduct [counterterrorism] operations with partner Nigerien forces.”\footnote{Brennan Center for Justice}

When Congress enacted the 2001 AUMF, it did not envision the authority being used in Niger. Nor did Congress envision the 2001 AUMF being used against ISIS, much less IS-GS. Neither group existed on September II, and IS-GS has never been publicly identified as one of al-Qaeda’s “associated forces” under the 2001 AUMF.\footnote{Brennan Center for Justice}

But lawmakers who believed that U.S. forces were deployed for a nonoperational § 333 assignment had little reason to ask questions: the § 333 program gave the Department of Defense cover for running these AUMF operations under the radar. Moreover, if not for the § 333 program and partners, it is unclear whether U.S. forces would have been deployed to Niger and had the resources to undertake such a risky mission in the first place.

**Checks and Constraints**

There are five primary constraints on the Department of Defense’s ability choose partner forces and run train-and-equip programs: (1) the types and purposes of assistance enumerated in § 333; (2) the human rights vetting regime outlined in the so-called Leahy Law (10 U.S.C. § 362); (3) the need for the Department of State’s consent; (4) any limitations imposed by host countries; and (5) Congress’s preferences. In practice, these constraints are relatively weak and have not prevented § 333 programs from being run in locations and in ways likely to expose U.S. forces to combat. Nevertheless, they have some potential to head off or rein in abuse.

The clearest constraints on § 333 programs come from the text of the provision. Section 333 allows the Department of Defense to “provide training and equipment” to foreign forces, for specific purposes. As discussed, the types of permissible training are defined and do not include conducting operations or using force. The enumerated purposes can be broad, such as “building the capacity of [foreign] forces to conduct . . . [c]ounterterrorism operations,” but they are not boundless. Importantly, § 333 does not permit the Department of Defense to assist a foreign force simply because it fights a “rogue state” like Iran or “near-peer” like China. To some extent, this limits the potential for a § 333 program to escalate tensions with a state adversary.

Six of the enumerated § 333 purposes still allow the Department of Defense to partner with a foreign force that
counters state actors. Specifically, a § 333 program can build a foreign force’s ability to conduct operations regarding weapons of mass destruction, maritime and border security, military intelligence, air domain awareness, international coalition work, or cyberspace security and defense. But a § 333 program cannot provide training or equipment for other kinds of operations against state actors.

For this reason, the Department of Defense, in providing assistance under § 333 to Ukraine before Russia’s 2022 invasion, was limited to running an “imagery capability” program. Even though the Department of Defense’s overarching aims were explicitly to “deter Russia” and enable Ukraine to “control [its] internationally-recognized borders,” its § 333 program had to be tailored to building Ukrainian intelligence capacity. The program could not be used to train and equip Ukrainian forces to combat Russian proxies in the Donbas or Crimea.

The Leahy Law presents another constraint on the Department of Defense’s ability to choose partner forces. The Leahy Law is a human rights vetting provision that prohibits the Department of Defense from assisting forces credibly accused of gross violations of human rights. Although Leahy vetting has an imperfect track record, it still is regarded as an “important tool” for ensuring that the Department of Defense does not partner with the worst offenders. Notably, the Department of Defense does not assess prospective partners on its own; the Leahy Law requires the Department of Defense to consult with the Department of State.

Beyond Leahy vetting, the Department of State is involved in selecting § 333 partner forces through a statutorily required concurrence and coordination process. Section 333(b) provides that its programs “shall” be jointly developed and planned with the Department of State. It also requires that the secretary of state approve any program before it is initiated and then coordinate with the Department of Defense to implement it.

Department of Defense officials have referred to the secretary of state’s role in developing § 333 programs as “critical and deliberate.” Furthermore, the Department of State agrees that the concurrence and coordination procedures for § 333 programs, which include a review by Department of State lawyers, are the Department of Defense’s “most robust” interagency procedures. The Department of State’s involvement in designing and implementing § 333 programs can prevent the Department of Defense from choosing partner forces without considering foreign policy implications and legal constraints.

Although nothing in the law explicitly requires their approval, two additional stakeholders have the power to limit § 333 programs: foreign governments and Congress. Section 333 authorizes the Department of Defense to train and equip the “national security forces” of a foreign country, not irregular forces or individuals. This requires the Department of Defense to negotiate with foreign governments on whether, when, where, and how U.S. forces can be deployed.

In practice, negotiations over § 333 programs take place at a high level, and foreign governments can set limits on the U.S. rules of engagement. The Philippines, for instance, prohibited U.S. forces from pursuing the Moro Islamic Liberation Front, a separatist group, because it did not want U.S. forces to disrupt ongoing peace talks.

Congress, too, may be able to prevent § 333 programs from being abused. Section 333(c) establishes a “Notice and Wait” period, requiring the Department of Defense to inform Congress of new § 333 programs at least 15 days before program launch. This notice does not give Congress veto power, but it does give lawmakers the opportunity to raise concerns. One congressional overseer described the Department of Defense as “willing to listen to concerns [and] respond to concerns to make sure we’re satisfied.” In some instances, the Department of Defense has even “waited for [Congress] when we ask them to delay until we’re comfortable.”

Congress’s informal review-and-revise process relies on norms, not law. It also requires Congress to know what questions to ask and what concerns to raise. Still, if congressional overseers understand how § 333 can be used in combination with operational authorities, they can challenge plans to establish forward operating bases or engage in liberal exercises of collective self-defense.

**Oversight Regime**

Section 333 and related provisions establish an array of reporting and notification requirements that notionally enable congressional oversight of § 333 programs. These requirements demand information on new and ongoing § 333 programs, the efficiency and effectiveness of § 333 programs, and invocations of unit and collective self-defense. Based on the regularity with which the Department of Defense provides information to Congress, some view § 333 as the “gold standard” for oversight.

The reporting and notification regimes for § 333 programs are indeed more robust than those for other security cooperation provisions. But they still provide a patchwork of information to the relevant congressional overseers and largely exclude the public from conversations about when, where, and how the military is deployed. Moreover, the Department of Defense’s compliance with its reporting requirements is often spotty or incomplete.

The clearest reporting and notification requirements can be found in the text of § 333 itself. Section 333(c) requires the Department of Defense to provide “the appropriate committees of Congress”—defined as the House and Senate committees on armed services, foreign affairs, and appropriations—with advance notification of any new § 333 program. Notifications must specify the country and unit that will receive training and equipment. They also
must describe the amount, type, and purpose of the support, as well as any such support previously provided to the country.

As discussed, § 333 notifications give Congress an opportunity to weigh in on the Department of Defense’s planned programs. But Congress can provide valuable input only if it has a full picture of the risks and implications of a given program. In practice, several aspects of the notification process obscure Congress’s view.

First, the Department of Defense submits its § 333 notifications in tranches, which can include tens of programs for congressional overseers to review in the 15-day notice-and-wait period. One congressional staffer said these tranches can be “overwhelming,” particularly given the geographic breadth of the Department of Defense’s programs. The few congressional staffers responsible for analyzing § 333 programs are unlikely to have deep familiarity with the security threats and implications of Department of Defense involvement in places as far-flung as Honduras, Romania, and Tajikistan.

Second, § 333 notifications often omit information critical to understanding these threats and implications. Notifications rarely identify the adversaries that partner forces are likely to encounter. Across four notifications from 2018, for $52.25 million worth of counterterrorism programming in the Philippines, not one mentioned Abu Sayyaf or Jemaah Islamiyah. And few if any notifications specify the part of the country in which the Department of Defense intends to engage in training. In a 2018 notification for a Ukrainian program, Congress was not told whether training would be limited to bases in western Ukraine or would instead take place at bases in or near the Donbas and Crimea. Although § 333(e) does not explicitly require this information, Congress cannot assess the risk of U.S. forces ending up in combat without it.

Moreover, the Department of Defense sometimes omits information that § 333(e) explicitly requires. For instance, notifications do not always identify the specific partner force that the Department of Defense intends to train and equip. Instead of identifying a “specific unit,” as required by the law, notifications may refer generally to a country’s national-level security forces. Despite the plain text of § 333(e), Congress may not be notified of the partners the Department of Defense has chosen and purports to have an inherent right to defend.

Section 333(f) also requires the Department of Defense to provide quarterly reports to the appropriate committees of Congress. These reports, however, focus on logistical details regarding the delivery of training and equipment. The Department of Defense submits spreadsheets with minimal narrative explanation to satisfy this requirement. The spreadsheets do not shed light on how § 333 programs are conducted or whether U.S. and partner forces have engaged in hostilities.

Nor does the Department of Defense’s monitoring and evaluation of its security cooperation programs provide Congress with a sense of how § 333 programs are conducted. In 2016, after years of Department of Defense officials telling Congress that § 333 was one of the “most important tools in the counterterrorism fight,” Congress for the first time required the Department of Defense to perform formal reviews of its § 333 programs. The resulting law, 10 U.S.C. § 383, instructs the Department of Defense to assess programs’ risks, monitor their implementation, evaluate their efficiency and effectiveness, and identify lessons learned to improve future programs. It also requires the Department of Defense to submit an annual monitoring and evaluation report to the “congressional defense committees” — defined as the House and Senate committees on armed services and appropriations — and to publish summaries of each program evaluation.

Nothing in § 383, however, obligates the Department of Defense to share its findings on programmatic risks — which could include the risk of U.S. forces engaging in unit or collective self-defense — with Congress or the public. The § 383 reports need only describe the steps the Department of Defense has taken to conduct monitoring and evaluation, as well as list lessons learned. Meanwhile, the public summaries only address programs’ efficiency and effectiveness, and the statute allows the Department of Defense to “omit any information that the Secretary [of Defense] determines should not be disclosed.” Six years after the adoption of § 383, the Department of Defense has published only two public summaries, neither of which addresses programmatic risks. Department of Defense officials and congressional overseers alike describe § 383 monitoring and evaluation as a “work in progress” and a “fairly new” practice.

To some extent, Congress is aware that its §§ 333 and 383 reporting and notification regimes are insufficient. In recent years, Congress has enacted a series of additional laws requiring the Department of Defense to promptly report exercises of unit and collective self-defense.

In 2013, Congress enacted 10 U.S.C. § 130f, which requires the Department of Defense to submit notifications of “sensitive military operations” to the congressional defense committees. Amendments followed in 2016, 2018, and 2021, each one clarifying what Congress was seeking — and strongly suggesting that the department’s submissions under the previous formulations had not satisfied overseers. In its current form, § 130f makes clear that it covers any “operation conducted by the armed forces in self-defense or in defense of foreign partners, including during a cooperative operation.”

In parallel, Congress in 2018 enacted a requirement that the Department of Defense notify the congressional defense committees when designating a partner force as
eligible for the provision of collective self-defense. That same year, Congress obligated the Department of Defense to submit a report discussing § 333 and “the domestic and international legal bases for the use of United States military personnel to provide collective self-defense in support of designated foreign partner forces.” The following year, Congress obligated the Department of Defense to provide the defense committees with a report outlining its policy for exercising collective self-defense.

And in 2021, Congress obligated the Department of Defense to provide it with “monthly briefings outlining … the use of military force under the notion of collective self-defense of foreign partners.”

The Department of Defense’s compliance with these reporting and notification requirements has been lackluster. Congress has repeatedly had to amend its requirements to demand more information, and members have complained about the Department of Defense’s lack of transparency. In a 2019 hearing, Rep. Rick Larsen asserted that the department had not “complied consistently” with § 130f, faulting both the timing and contents of § 130f notifications. That same year, Rep. Jason Crow asked the secretary of defense why the department had “not fulfilled its obligation and submitted the congressionally mandated report” covering § 333 and collective self-defense. In 2021, Congress contemplated withholding part of the Department of Defense’s funding until it submitted an overdue report on collective self-defense.

Even if the Department of Defense regularly complied with these reporting and notification requirements, relevant lawmakers — to say nothing of the public — would still be excluded from conversations about when, where, and against whom the United States uses force. The law directs the Department of Defense to disclose information only to the “congressional defense committees,” a term that omits the House and Senate committees on foreign affairs. Thus, the congressional overseers with shared responsibility for § 333 and primary responsibility for declaring war and authorizing the use of force would still lack critical information regarding the extent of the Department of Defense’s hostilities.

Only one law, the War Powers Resolution, is designed to provide information about the Department of Defense’s actual and anticipated hostilities to all of Congress and, in turn, the public. Section 4(a)(1) of that law requires the president to notify the speaker of the House and president pro tempore of the Senate within 48 hours of any unauthorized introduction of U.S. forces into “hostilities” or situations leading to “imminent involvement in hostilities.”

But presidents have largely ignored § 4(a)(1). As early as the Reagan administration, which failed to disclose hostilities in El Salvador and Nicaragua, presidents have refused to submit required reports. Noncompliance has worsened since the war on terror began. Between 1973 and 2001, presidents submitted 26 reports on unilateral military action. In the two decades since 2001, despite the greatly increased U.S. military footprint, presidents have submitted just 12 reports. None of these reports discloses acts of unit or collective self-defense undertaken by U.S. forces deployed on § 333 or other training assignments. The last § 4(a)(1) report on activity in the Philippines was submitted in 1989, when President George H. W. Bush dispatched U.S. forces in response to a coup attempt in the country.

The absence of § 4(a)(1) reports reflects a deliberate choice. Executive branch lawyers have defined “hostilities,” the circumstances that trigger the War Powers Resolution, in a way that excludes much of modern warfare. For instance, they argue that “sporadic military or paramilitary attacks,” as well as instances in which U.S. forces are “simply acting in self-defense,” fall outside the scope of the law. There is no textual basis for this interpretation, and the legislative history tends to contradict it. But it has allowed successive administrations to avoid congressional oversight, seemingly without penalty.

By not reporting on hostilities that fall short of “full military engagements,” the White House and the Department of Defense have prevented much of Congress — and the public — from understanding the risks that inhere in the § 333 authority. Without such an understanding, these risks will continue to go unaddressed.

10 U.S.C. § 127e: Surrogate Forces to Counter Terrorism

The year before Congress enacted § 333, it passed 10 U.S.C. § 127e, an authority at the center of controversy regarding the geographic reach of the war on terror. Section 127e states:

The Secretary of Defense may … expend up to $100,000,000 during any fiscal year to provide support to foreign forces, irregular forces, groups, or individuals engaged in supporting or facilitating authorized ongoing military operations by United States special operations forces to combat terrorism.

The statutory language is no model of clarity. Key terms are undefined, as § 127e neither enumerates nor limits the types of “support” that can be provided to or expected from partner forces. Moreover, the provision is circular: by its text, § 127e permits U.S. forces to “support” partner forces who are “supporting” U.S. forces.

As vague and convoluted as § 127e may be, three parts of the provision gesture toward the authority’s purpose and
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use. First and most obvious, § 127e programs must contribute to U.S. efforts to “combat terrorism.” Unlike § 333, which can be used for a variety of purposes across state and nonstate contexts, § 127e requires partner forces to be “engaged in” supporting ongoing counterterrorism work.

Second, § 127e programs must advance “authorized ongoing military operations” by U.S. forces. In other words, U.S. forces must already be pursuing permissible military objectives in a country before a § 127e program can be established. Furthermore, partner forces must be pursuing these objectives as well. This is a substantial departure from § 333, which is not predicated on U.S. forces conducting operations and instead builds the capacity of partner forces to achieve their own military objectives.156

Third, § 127e permits the Department of Defense to partner with any state or nonstate actor, including private individuals. This, too, distinguishes § 127e from § 333, which limits support to formal national security forces.

Altogether, the text allows the Department of Defense to recruit foreign individuals or groups to assist U.S. forces in achieving U.S. counterterrorism objectives that are authorized under other laws. It does not provide any independent authority for the Department of Defense to pursue additional counterterrorism objectives. Reflecting this understanding, Department of Defense officials have characterized § 127e in public statements as a funding or train-and-advise authority rather than an authorization for use of military force.

Still, questions abound as to what kind of support the Department of Defense provides and receives under § 127e, as well as whether the Department of Defense sends partner forces on missions that U.S. forces have no authority to undertake themselves. And, as with § 333, there is a risk that U.S. forces will invoke unit or collective self-defense when working with § 127e partners. These questions and risks are all the more pressing given the inadequate oversight regime for § 127e programs.

Section 127e in Practice and the Potential for Unauthorized Hostilities

The origins of § 127e date back to the early years of the war on terror. The Department of Defense quickly realized that U.S. forces lacked the cultural competence and local knowledge necessary for locating and combating al-Qaeda and Taliban forces in Afghanistan.157 Furthermore, the department lacked the legal authority to induce Afghans to fill these gaps.

Not so for the CIA. The Department of Defense enlisted the CIA to pay Afghans to support and even conduct U.S. operations. But the two agencies had diverging mandates and priorities, and in 2002, the Department of Defense began drafting a legislative proposal that would empower it to pay local groups and individuals directly.158

Out of the gate, the proposal was controversial. Some officials worried that it would enable U.S. forces to develop paramilitary groups without oversight. Nevertheless, the proposal advanced. In 2004, the Department of Defense made it a top legislative priority, sending Secretary of Defense Donald Rumsfeld to lobby Congress for its adoption.159 Based on the department’s aggressive advocacy, Congress enacted § 127e, originally known as the § 1208 authority.160

From that point onward, Department of Defense officials would refer to § 127e as “the single most important authority we have in our fight against terrorism.”161 They would also, as some had feared, use the authority to create shadowy proxy forces around the world.

Department of Defense officials refer to § 127e programs as a part of their “by-with-through operational approach” — an approach they define as “led by our partners, state or nonstate, with enabling support from [U.S. forces], and through U.S. authorities and partner agreements.”162 They refer to missions undertaken as a part of § 127e programs as “advise, assist, accompany” missions.163 But “by-with-through” fails to fully convey the approach behind § 127e programs. The programs do not provide mere enabling support to partner forces. Instead, they allow the United States to recruit the partner forces, train them, equip them, sustain them, and pay their salaries.164 Nor do § 127e programs involve operations led by partner forces in any meaningful sense. Fundamentally, § 127e programs seek to develop surrogate forces who pursue military objectives chosen by U.S. forces.165 In interviews with Politico, current and former Department of Defense personnel described “directing” partner forces and having them do “our bidding.”166

Similarly, “advise, assist, accompany” fails to capture the extent of U.S. involvement in running missions with § 127e partner forces. Department of Defense policies permit U.S. forces to integrate with partner forces at “all phases” of an advise, assist, accompany mission.167 Even “advise and assist” missions, with no “accompany” component, allow U.S. forces to join partner forces in the field until the moment of final assault.168

Whether U.S. forces fully participate in a mission or are tasked with staying at the last covered and concealed position, they can end up in direct combat. In 2017, U.S. forces took casualties on what the Pentagon characterized as an “advise and assist” mission in Somalia.169 And the International Crisis Group documented a 2017 mission in Cameroon in which U.S. forces, though stationed 300 meters behind their partner forces, ended up shooting and killing an adversary.170

In short, § 127e programs have involved creating partner forces, controlling them, and at times engaging in combat through and alongside them. Given that § 127e is not an authorization for use of military force, this raises the question of what legal authority justifies these actions. After all, § 127e programs must support “authorized ongoing military operations.” For several reasons, however, § 127e...
programs can result in U.S. forces engaging in military operations that they could not — or simply would not — undertake under existing authorities.

The contours of operations conducted through and with § 127e partners are established by Executive orders, or EXORDs. EXORDs are orders to initiate and conduct military operations, issued at the direction of the secretary of defense or the president. They are akin to agency rules, insofar as they have the force of law and implement relevant statutory or constitutional frameworks. EXORDs may allow U.S. forces to engage in combat in a particular area, against a particular adversary, or under particular circumstances, in furtherance of either an authorization for use of military force or self-defense. Alternatively, they may limit U.S. forces to influencing a situation without firing weapons.

As a legal matter, EXORDs cannot themselves serve as an authorization for the use of force. In practice, though, there is reason for concern that they are serving as de facto authorizations. Many EXORDs do not specify the authority under which they are promulgated, and many are “very broad and very brief in [their] descriptions.” A Department of Defense official explained that “nebulous” EXORD language can make it “very difficult” to ensure that U.S. forces and their § 127e partners are pursuing lawful targets, particularly when there are multiple terrorist groups, some covered by the 2001 AUMF and some not, operating in a single area.

Further complicating matters, Department of Defense officials do not always apply the limitations that EXORDs impose on U.S. forces to their § 127e partner forces. U.S. forces have commanded partner forces in combat even when the relevant EXORD did not authorize U.S. forces to engage in direct combat. As one former senior Department of Defense official explained, U.S. forces can use § 127e partner forces to pursue objectives when they “don’t have authorities to have people on the ground and operating in a specific geographical location.”

This mode of operating is problematic because the limitations contained in EXORDs may reflect a lack of legal authorization — for instance, restrictions on which groups U.S. forces can lawfully engage in combat. The reason for the EXORD limitation, however, might not be explained in the order itself. U.S. forces might think that the limitation stems from a host country agreement or political considerations, not the inapplicability of the 2001 AUMF or constitutional self-defense. U.S. forces might then assume that they have the authority to engage in indirect combat through their § 127e partner forces. Nothing in the EXORD would indicate whether they are right or wrong.

Overall, the implementation of § 127e’s “authorized ongoing military operations” requirement has troubled congressional overseers. One staffer lamented that the Department of Defense “seems to work backwards,” using § 127e as the basis for operations rather than using operations as the basis for § 127e activity. Another explained that the proliferation of § 127e programs had prompted “a lot of discussions” about whether U.S. forces are relying on appropriate authorities. The staffer insisted that “there would not be a legal basis to have a partner force take action [if U.S. forces] would not be legally authorized to take that action.” This contradicts numerous Department of Defense officials’ understanding that § 127e partners can be asked to take action beyond that permitted by the relevant EXORD.

The use of § 127e as a de facto authorization for use of military force would explain the Department of Defense’s early work with the Punland Security Force and the Danab Brigade in Somalia, before the 2001 AUMF covered al-Shabaab and ISIS. It would also explain the Department of Defense’s use of a § 127e program in Cameroon to pursue the leaders of Boko Haram, a terrorist group that operates in West Africa. Boko Haram has never been publicly identified as an associated force of al-Qaeda, and thus a lawful target, under the 2001 AUMF.

The breathtaking geographic reach of § 127e programs would make sense, as well, if § 127e were delinked from the 2001 AUMF. Researchers and reporters have uncovered § 127e programs not only in Afghanistan and Iraq but also in Cameroon, Egypt, Kenya, Lebanon, Libya, Mali, Mauritania, Niger, Nigeria, Somalia, Syria, Tunisia, and Yemen. Within Somalia, researchers and reporters have found § 127e programs involving military contingents from Ethiopia, Kenya, and Uganda, as well as local forces. These § 127e programs extend far beyond the list of countries for which AUMF activity has been disclosed. And it is not a complete accounting of § 127e programs: investigative journalism has revealed that a § 127e program has been run in an Indo-Pacific country as well. That country is likely the Philippines, where U.S. forces have long combated terrorist organizations that do not fall within the scope of the 2001 AUMF.

Instead of the 2001 AUMF, § 127e programs can be based on EXORDs implementing the president’s inherent power under the Constitution — a power that, as discussed in the context of § 333, has been overextended through dubious invocations of unit and collective self-defense. One congressional overseer confirmed that § 127e activity has “most definitely” taken place on the basis of self-defense.

The use of unit or collective self-defense as the basis for a § 127e program would be concerning in its own right. It would imply that the Department of Defense has put U.S. forces in a position where unit self-defense has become necessary or collective self-defense has been used. Moreover, the Department of Defense would have done so in a place where the 2001 AUMF does not apply against some or all potential adversaries. In other words, U.S. forces would be countering their partner forces’
Finally, even in situations in which there is a plausible legal basis for military action, the United States ordinarily might refrain from military operations for a host of reasons, including resource limitations and domestic political blowback. Put simply, Americans might not want to foot the bill for new overseas military adventures or incur casualties for opaque reasons in remote locales across Africa and Asia.

Section 127e allows the Department of Defense to sidestep these democratic constraints by fighting wars through proxies and doing so largely in secret. The authority lowers the actual and political costs of military action, at least in the short term, in a way that nevertheless expands U.S. operations and hostilities.

**Checks and Constraints**

Few safeguards exist to prevent the use of § 127e as a de facto authorization for use of military force through proxies. The text of the provision is broad and vague, and the stakeholders involved in managing other security cooperation programs — the Department of State, host countries, and Congress — are largely cut out of § 127e decision-making. Through a series of questionable legal interpretations, the Department of Defense has assumed nearly unlimited discretion to create and control partner forces.

Section 127e imposes two limitations on the Department of Defense’s ability to work with partner forces. The first, which the Department of Defense appears to respect, requires U.S. forces to run § 127e programs in support of adversarial rather than entities that pose a threat to U.S. territory or persons. A former senior Department of Defense official confirmed that a § 333 or other training program run in a volatile area could lead to an invocation of constitutional self-defense and then to the initiation of a § 127e program. Countering a partner force’s adversaries by creating and controlling new partners under § 127e could double the risk of hostilities based on dubious interpretations of constitutional authority. Section 127e partner forces, like § 333 partner forces, can be eligible for collective self-defense under Department of Defense policies. This appears to be the case even for irregular forces: in September 2016, U.S. forces invoked collective self-defense to launch a strike against one of the Puntland Security Force’s rival militias. After investigating the strike, the Department of Defense determined that it was a legitimate use of force that had protected its partners.

Beyond unit and collective self-defense, there is one other theory of constitutional self-defense that warrants mention: the national-interest theory. As discussed above, presidents since the early 1990s have claimed and invoked an inherent authority to use force in protection of amorphous, undefined “important national interests.” Although there is no indication that this theory has been used to support § 127e programs, nothing in § 127e would prevent the implementation of a program based on this unmoored doctrine.

Finally, even in situations in which there is a plausible legal basis for military action, the United States ordinarily might refrain from military operations for a host of reasons, including resource limitations and domestic political blowback. Put simply, Americans might not want to foot the bill for new overseas military adventures or incur casualties for opaque reasons in remote locales across Africa and Asia. Section 127e allows the Department of Defense to sidestep these democratic constraints by fighting wars through proxies and doing so largely in secret. The authority lowers the actual and political costs of military action, at least in the short term, in a way that nevertheless expands U.S. operations and hostilities.
counterterrorism objectives. Section 127e programs generally cannot support operations against rogue states or near-peers like Iran or China.\textsuperscript{198}

The second textual limitation, for which compliance is shakier, requires § 127e programs to support “authorized ongoing military operations.” As discussed, these operations take place under EXORDs, which can implement authorities like the 2001 AUMF and constitutional self-defense. But U.S. forces have not always relied on EXORDs when proposing and conducting § 127e programs. One Department of Defense official explained that “in practice . . . there’d be misunderstandings,” where the U.S. forces responsible for § 127e programs “didn’t know that they needed the mission authority [provided by an EXORD] on top of the funding authority [provided by § 127e].”\textsuperscript{199} Moreover, even when U.S. forces do rely on EXORDs for mission authority, there is no guarantee that those EXORDs were designed to implement the 2001 AUMF or constitutional self-defense. As detailed above, EXORDs often do not specify the authority under which they are promulgated, and it appears that the EXORDs themselves sometimes stand in for actual legal authorization.

The Department of Defense also abides by an unsupported interpretation of the Leahy Law, which requires human rights vetting for “any training, equipment, or other assistance for a unit of a foreign security force.” Section 127e programs provide an array of assistance to partner forces, ranging from salaries to training and equipment. Despite this, the Department of Defense maintains that the Leahy Law does not apply to § 127e programs.\textsuperscript{200} This position is untenable, particularly in light of a 2019 law specifically requiring the Department of Defense to formulate a plan to vet “any foreign forces, irregular forces, groups, and individuals” — the types of partners explicitly listed in § 127e.\textsuperscript{201} Instead of developing or implementing such a plan, the Department of Defense simply informed Congress that “[i]n a number of instances,” it had conducted human rights vetting for irregular forces, groups, and individuals.\textsuperscript{202}

Because the Department of Defense exempts § 127e programs from the Leahy regime, no law prevents U.S. forces from partnering with groups or individuals that are known to have committed serious human rights abuses.\textsuperscript{203} Furthermore, the Department of Defense is under no obligation to consult with the Department of State about the human rights track record of its prospective partners.

Nor does the interagency process set forth in § 127e give the Department of State a meaningful ability to shape these programs. Section 127e requires only the “concurrency of the relevant Chief of Mission,” the local ambassador, to launch a new program. The Department of State is not involved in conceptualizing or designing § 127e programs. Nor is it involved in overseeing their implementation. Department of State officials have assessed that the § 127e concurrency process does not lead to a “broad review” of proposed programs or effective consideration of potential unintended consequences.\textsuperscript{204}

In 2021, Congress attempted to strengthen the Department of State’s role in § 127e decision-making, requiring “each relevant chief of mission [to] inform and consult in a timely manner with relevant individuals at relevant missions or bureaus of the Department of State.”\textsuperscript{205} But this change, which still relies on local ambassadors rather than the secretary of state, is unlikely to produce robust interagency engagement or oversight. Ambassadors, whether career foreign officers or political appointees,\textsuperscript{206} are not trained on military affairs and themselves say that they are “not well equipped” to assess § 127e programs.\textsuperscript{207}

Consistent with this assessment, journalist Wesley Morgan explained that ambassadors may not “understand the nuances of special operations forces” and may not “ask many questions” when it comes to military operations.\textsuperscript{208} Additionally, former Department of State and Defense officials confirmed that the details of § 127e programs can be “lost in the handover” of information from an outgoing ambassador to an incoming one.\textsuperscript{209}

Of course, some countries — like Somalia when the Puntland Security Force and Danab Brigade programs began\textsuperscript{210} — maintain irregular relations with the United States and thus have no ambassador. Former Department of Defense and Department of State officials were uncertain what, if any, interagency protocol would be used for running § 127e programs in such countries.\textsuperscript{211} A congressional overseer said that she “would be surprised if someone were going out of their way to figure that out in that circumstance.”\textsuperscript{212}

Host countries, too, have limited ability to serve as a check against improper or imprudent § 127e programs. Because the law permits the Department of Defense to partner with “irregular forces, groups, or individuals,” not just formal forces, there is no requirement that the Department of Defense seek host country consent. Perhaps to comply with international law,\textsuperscript{213} the Department of Defense nevertheless maintains an internal policy of seeking consent.\textsuperscript{214} As a former Department of Defense official explained, however, the policy allows U.S. forces to seek approval “at a lower level” of government or the military. The process “could be as simple as [a foreign] commander being informed” that U.S. forces intend to do a mission with § 127e partner forces.\textsuperscript{215}

The Department of Defense’s loose policies for securing host country consent have resulted in § 127e programs that transgress foreign governments’ expectations. In 2016, the Department of Defense had to shutter a § 127e program wherein U.S. forces worked with Ethiopian forces to counter al-Shabaab in Somalia.\textsuperscript{216} The Ethiopian government was reportedly “uncomfortable” with the extent of U.S. control over § 127e partner forces.\textsuperscript{217} Had high-level leaders been consulted at the outset, it is possible that the program would not have launched or would have been run differently.
Finally, Congress has little control over where or how § 127e programs are run. The law has a more flexible notify-and-wait period than § 333. Although the Department of Defense generally must give 15 days’ notice to Congress before launching a § 127e program, it can bypass this period in “extraordinary circumstances.” If the secretary of defense identifies such circumstances, the department can instead notify Congress 48 hours after § 127e has been used. This post hoc notification strips Congress of its ability to ask questions and provide input in advance. Furthermore, even when the Department of Defense provides advance notice, the oversight norms for § 127e are far weaker than those for § 333. As a congressional staffer explained, the Department of Defense may take congressional feedback “into consideration,” but members of Congress will “never be the operational commander making [a § 127e] decision.”

Oversight Regimes
Congress has struggled to oversee the Department of Defense’s § 127e programs. The congressional reports and notifications required by § 127e are highly classified and narrowly circulated. Other required reports on § 127e and related topics — like EXORDs, the 2001 AUMF, and collective self-defense — are simply not produced. The Department of Defense has even policed the Department of State’s ability to brief congressional offices on § 127e programs. As a result, few in Congress have a firm grasp on how § 127e works, where it is used, and what kind of combat in enables.

As discussed, § 127e requires the Department of Defense to notify Congress of new programs either 15 days in advance or, in exceptional circumstances, within 48 hours of program launch. Under § 127e(d)(2), each notification must contain an array of information: the identity of the partner force; a description of the partner’s adversaries; the types of support U.S. forces will give and receive; the envisioned cost and duration of the program; an assessment of how the program aligns with U.S. national security objectives; and an explanation of the relevant legal and operational authorities, including EXORDs.

Congress has only required such a comprehensive list of information in recent years. Before a 2019 amendment to § 127e, the Department of Defense was not required to notify Congress of the legal and operational authorities underlying a program. Similarly, a 2021 amendment required the department, for the first time, to notify Congress of the groups against which § 127e partner forces are engaged in combat. For a decade and a half, Congress attempted to understand and oversee § 127e programs without this foundational information. And during that period, it is unclear that the Department of Defense provided even the limited information that Congress requested. In 2019, Congress had to amend § 127e(d)(2) to clarify that when it had asked in 2016 for information on “[t]he type of support provided or to be provided to the recipient of [§ 127e] funds,” it in fact wanted “[a] detailed description of the support.”

The biannual reports required by § 127e(i)(3), which must describe § 127e programs from the preceding and current calendar years, are no more illuminating than the notifications. These reports largely summarize and compile certain information from the notifications already provided. Questioning the value of the Department of Defense’s written disclosures under § 127e, one congressional overseer lamented, “I’d see things in the [reports and notifications], and I’d know that’s half the story.”

Whatever value these reports and notifications may have, most congressional offices do not receive them. The Department of Defense is required to submit these documents only to the congressional defense committees: the House and Senate committees on armed services and appropriations. This excludes the House and Senate committees on foreign affairs, even though these committees have primary responsibility for deciding where and against whom the United States is at war.

Less intuitively, it also excludes lawmakers’ own offices, even when those lawmakers serve on the congressional defense committees. The Department of Defense’s § 127e reports and notifications tend to be classified and designated as sensitive compartmented information (SCI). Committee staffers — those who work for committee offices rather than for individual members — may have the necessary clearance to view such materials. Few staffers in member offices, however, have such clearance, and they are often denied access to § 127e materials. Indeed, when the committee offices receive § 127e materials, they generally do not transmit them to, or even summarize them for, the member offices. Unable to rely on their own staffers, most lawmakers choose not to engage with § 127e reports and notifications. According to one staffer, only a “handful” of lawmakers take it upon themselves to coordinate with the committee offices and read the materials that their staffers cannot.

As an alternative to classified reports and notifications, select members of Congress can learn about § 127e activity through Department of Defense notifications and briefings under § 130f. Section 130f requires the Department of Defense to “promptly submit . . . notice” of, and “periodically brief the congressional defense committees” on, sensitive military operations including “lethal operation[s] or capture operation[s] . . . conducted by a foreign partner in coordination with the armed forces that target[ ] a specific individual or individuals.”

On its face, § 130f is a poor substitute for compliant and appropriately distributed § 127e materials. Section 130f does not require an accounting of all § 127e programs or their legal bases. It only covers § 127e programs that have already been used to conduct missions; it does not address the prospect of future hostilities conducted through or
with partners. Furthermore, § 130f only covers missions targeting a “specific individual or individuals.” Missions targeting other military objectives, like an enemy base or outpost, would be omitted, as would patrols by § 127e partners that involve the use of lethal force. Finally, as discussed, Congress has struggled to get the information that § 130f requires; it has amended the provision repeatedly over the years to clarify that lawmakers need to know more about U.S. and partner forces’ hostilities.

Beyond §§ 127e and 130f, Congress has few avenues for learning about how the Department of Defense uses § 127e. As with § 333 programs (and largely for the same reasons), presidents have declined to file § 4(a)(1) hostilities reports for § 127e activity.231 This is the case despite the War Powers Resolution’s stipulation that U.S. forces engage in hostilities when they “command, coordinate, participate in the movement of, or accompany” partner forces in combat.232 The Department of Defense also has adopted a dubious interpretation of 10 U.S.C. § 383 — which requires monitoring, evaluation, and reporting on “security cooperation and related activities” — under which it exempts § 127e programs from these requirements.233 While Congress and the public receive some information on § 333 programs through the § 383 regime, they receive no information on § 127e programs.

Congress has legislated additional reporting requirements for § 127e and associated topics that the Department of Defense appears not to have met. In 2018, Congress required the Department of Defense to submit an unclassified report on advise, assist, accompany missions to the defense committees.234 The report was meant to explain “accompany missions conducted by United States military personnel with foreign partner forces [under] section 127e” and to provide a review of “applicable execute orders.”235 But the report does not exist, at least as far as congressional staffers can tell.236 The secretary of defense’s own Freedom of Information Act office has been processing a request for the unclassified report for nearly a year.

In 2019, Congress required the Department of Defense to submit quarterly reports “identifying and summarizing all execute orders” to the congressional defense committees.238 For two years, the Department of Defense ignored this law. In late 2021, Congress reiterated its demand for the list of EXORDs, this time prohibiting the Department of Defense from using part of its budget until it submitted its first quarterly report.239 Instead of acknowledging Congress’s constitutional role as military appropriator and overseer, President Biden invoked a contested executive privilege to excuse the department from having to comply fully.240

The executive branch has withheld information not only on EXORDs but also on their underlying legal bases: the 2001 AUMF and the president’s expansive notion of constitutional self-defense. In 2017, Congress enacted 50 U.S.C. § 1549, which requires the president to describe his legal and policy framework on the use of force and to submit a list of groups covered by the 2001 AUMF.241 Two and a half years later, advocates had to bring a mandamus lawsuit to force President Trump to produce an overdue § 1549 report.242 Congress has had similar difficulties enforcing 50 U.S.C. § 1550, a 2019 law that requires the president to submit biannual reports disclosing the countries in which the 2001 AUMF has been used.243 The Trump administration ignored it, and only in March 2022, ahead of a congressional hearing, did President Biden submit three backlogged reports.244 Successive administrations have similarly failed to submit congressionally required reports regarding the Department of Defense’s invocations of unit and collective self-defense.245

The information that Congress struggles to obtain through formal, legislative processes cannot readily be obtained through informal requests either. Congress enacted the 2019 law requiring the list of EXORDs after repeatedly requesting access to the orders underlying the 2017 Tongo Tongo ambush.246 The Department of Defense promised to grant those requests but delayed actual compliance for more than a year.247

Informal requests to the Department of State have fared no better. In 2019, the Senate Committee on Foreign Relations requested that the Department of State catalog the security assistance it and the Department of Defense had provided in the African Sahel over the preceding three years.248 The resulting report listed an array of Department of Defense programs but omitted any mention of § 127e — even though the Department of Defense had run § 127e programs across the Sahel, in at least Cameroon, Mauritania, Niger, and Nigeria.249 And when one member office scheduled a meeting with Department of State officials to discuss § 127e’s interagency procedures, the Department of Defense intervened and demanded to be present.250 The Department of Defense proceeded to engage in months of rescheduling before it canceled the meeting altogether, informing the member office’s staffers that their clearances were insufficient.251 Another congressional staffer explained that this approach to meetings is a “well known and widely used tactic” to “ice staff out.”252

The bottom line is, if the Department of Defense treats § 127e as a de facto authorization for use of military force, Congress and the public will scarcely know it. The military, whether through or alongside § 127e partner forces, may pursue adversaries unknown to Congress in countries in which Congress could not have foreseen hostilities. This has been the case since the enactment of § 127e — and it will continue to be the case unless and until § 127e is rescinded or substantially reformed.
The § 1202 Authority: Surrogate Forces to Counter State Actors

When the Department of Defense first crafted its legislative proposal for § 1202, the authority permitted U.S. forces to provide and receive support for “unconventional warfare,” or operations involving nontraditional weapons, tactics, or adversaries. As the proposal advanced, Congress narrowed it to “combating terrorism.” But today, the Department of Defense has the authority it originally sought, in the form of the § 1202 authority.

Enacted through the 2018 NDAA and subsequently expanded and extended, § 1202 states:

> The Secretary of Defense may, with the concurrence of the relevant Chief of Mission, expend up to [[$15,000,000]] during each [] fiscal year[] through [2025] to provide support to foreign forces, irregular forces, groups, or individuals engaged in supporting or facilitating ongoing and authorized irregular warfare operations by United States Special Operations Forces.

This language mirrors § 127e, though it broadens the scope of permissible use to all irregular warfare operations.

The definition of “irregular warfare” in § 1202 shows how expansive the authority is. Subsection (i) stipulates that irregular warfare is “competition . . . short of traditional armed conflict.” But nontraditional conflict — sometimes referred to as hybrid warfare or gray-zone conflict — includes combat through and with surrogate forces, so long as such combat falls short of “all-out war.” As the Department of Defense explains in its National Defense Strategy, irregular warfare “may employ the full range of military and other capabilities” and encompasses “proxy, guerilla, and covert operations.” And these military and other capabilities may be wielded against either state or nonstate actors.

That irregular warfare includes action against foreign states is a feature, not a bug. Department of Defense officials have referred to § 1202 as “a highly useful tool for enabling irregular warfare operations . . . to deter and defeat . . . revisionist powers and rogue regimes.” They envision increasing § 1202 activity as the department begins to “prioritize[] great power competition.” Broadly speaking, the purpose of the § 1202 authority is to take the department’s § 127e approach of creating and controlling partner forces and wield it against countries like China, Russia, Iran, and North Korea.

As with § 127e, however, § 1202 is not itself a basis for conducting missions. To create and control partner forces against foreign powers, the Department of Defense needs an operational authority. No authorization for use of military force clearly covers China, Russia, Iran, or North Korea. Neither the 2001 AUMF nor the 2002 AUMF, the authority for the Iraq War, has been interpreted as allowing sustained hostilities against these potential adversaries.

That leaves constitutional self-defense — including the defense of partner forces and, potentially, the defense of “national interests.” Although China, Russia, Iran, and North Korea present no clear and imminent threat to the American homeland, it is easy to see how the Department of Defense could wield constitutional self-defense against these states. The Department of Defense’s tenuous theory of collective self-defense allows U.S. forces to protect partner forces from their adversaries, regardless of whether those adversaries are ISIS militants or Iran-backed militias. As one congressional overseer suggested, a strategically placed § 333 partnership in Eastern Europe could be spun off into a § 1202 program to counter Russian threats, and, of course, coming up with a national interest to justify a § 1202 program there would be even easier.

Separately, the Department of Defense can use operational authorities to launch § 1202 programs that do not anticipate combat, whether through U.S. forces or partners. Irregular warfare encompasses “information operations,” or military efforts to “influence, disrupt, corrupt, or usurp the decision making of adversaries and potential adversaries while protecting our own.” This can include tampering with other states’ democratic processes — activities that the Department of Defense believes “fall below the threshold of armed conflict.”

The Department of Defense has promulgated EXORDs that reflect previous or ongoing information operations against near-peers, such as the Ukraine Military Information Support Operations EXORD. In an April 2022 hearing, a Department of Defense official appeared to acknowledge a program under this EXORD, stating that the department had used § 1202 to “expose” malign actors and that it “can see the benefits of [the § 1202 authority] directly from Ukraine.” One Department of Defense official suggested that most or all § 1202 programs as of mid-2022 were information operations.

It is unclear what authorities U.S. forces rely on to conduct these information operations, though a former senior Department of Defense official offered that 10 U.S.C. § 167 could serve as the basis. This is a troubling suggestion. Section 167 simply defines the mandate and functions of special operations forces, explaining that special operations forces are the part of the military responsible for “Direct action,” “Strategic reconnaissance,” “Unconventional Warfare,” and “Military information support operations.” Section 167 does not purport to authorize these activities. The Department of Defense recognizes this fact in the context of direct action, a term that covers kill-or-capture missions and other small-scale
Department of Defense policies do not allow direct action without a separate authorization for use of military force or constitutional self-defense. To the extent that the Department of Defense relies only on § 167 for its information operations, it is claiming the ability to initiate information operations without any specific authority or congressional input.

Whether U.S. forces use § 1202 partners to engage in combat or to advance information operations, it is clear that these programs risk serious consequences, up to and including military escalation with a nuclear power. Yet, as with § 127e, there are few significant checks or constraints on the § 1202 authority. Indeed, in some ways, the limitations on Department of Defense discretion are weaker for § 1202 than they are for § 127e.

Because § 1202 was designed to counter state actors, § 1202 programs are necessarily run without the input, much less consent, of all states implicated. Operations in Chinese or Russian territory, for example, would not have the same kind of negotiated host country consent that underlies and can set guidelines for § 127e programs. Similarly, the interagency process may be less robust for § 1202 than it is for § 127e. Because the United States does not maintain diplomatic relations with Iran or North Korea, there is no “relevant Chief of Mission” who can reject or approve § 1202 programs. The Department of Defense’s own guidance on § 1202 states that “written concurrence must come from the [chief of mission] for each country with which the U.S. Government maintains diplomatic relations.” The guidance does not direct the Department of Defense to secure the approval of the secretary of state or other Department of State officials when there is no ambassador.

Congressional oversight, too, is likely weaker for § 1202 than it is for § 127e. Recent amendments to the criteria for § 127e notifications — including the 2019 requirement that notifications explain the legal basis for each program — have not been applied to § 1202. And the notifications and reports required by § 1202 suffer from the same classification and distribution problems that frustrate § 127e oversight. Furthermore, the notifications and briefings on sensitive military operations required by § 130f are unlikely to cover some or all § 1202 programs, at least until the definition of “sensitive military operations” is expanded to cover information warfare. Perhaps realizing the insufficiency of the § 130f framework, Congress recently required quarterly briefings for “significant military operations,” defined to include “all clandestine operations in the information environment.” The new framework, however, does not require notification of information operations when they begin, and it thus does not provide Congress with timely updates.

It should come as no surprise that congressional staffers who have worked on § 127e oversight and reform have little to no visibility into how § 1202 is interpreted and implemented. Indeed, one staffer who is involved in § 127e oversight was surprised to learn that the parallel § 1202 authority even exists.

Section 1202, in short, raises the same potential as § 127e for hostilities that Congress has not authorized, but with far graver consequences because the enemy could be a powerful nation. Congress cannot allow § 1202 to function as a de facto authorization for use of military force against China, Russia, Iran, North Korea, or their proxies. But under the law as it is, Congress is ill-equipped to prevent or even know about this kind of abuse.
The Department of Defense asserts that §§ 333, 127e, and 1202 are among its most valuable tools in confronting U.S. adversaries. But it is impossible for the public and most members of Congress to assess the validity of this claim. The same secrecy that conceals the risks of these provisions conceals any successes. Moreover, even if these authorities have enabled the United States to accomplish its military goals through and with partners, the question remains: Were these goals, and the department’s manner of achieving them, consistent with what Congress has authorized? It is far from clear that Congress and the American people have knowingly endorsed U.S. forces’ involvement in combat — successful or otherwise — in more than a dozen countries around the world.

The executive branch’s use of security cooperation authorities to conduct hostilities raises serious constitutional questions. Only Congress, not the executive branch, has the constitutional authority to determine when, where, and against whom U.S. forces conduct hostilities. The president has no inherent right to order military action “beyond the line of defense.” There is no workaround to this limitation. Nothing in the Constitution’s design, text, or history suggests that the president may manufacture claims of self-defense by knowingly putting U.S. forces in harm’s way. Similarly, nothing suggests that the president may circumvent Congress by conducting hostilities through partner forces.

Previous Congresses have understood the gravity of executive overreach through expansive claims of self-defense or the ability to work through partners. As early as 1848, the House of Representatives deemed the Mexican-American War “unnecessarily and unconstitutionally begun” based on its determination that the president had provoked the first attack by deploying U.S. forces into contested territory. Abraham Lincoln, then a member of the 30th Congress, called the self-defense rationale for the initial hostilities “the sheerest deception.” More than a century later, in 1973, Congress reiterated Lincoln’s understanding of the bounds of constitutional self-defense in the War Powers Resolution. The law restricts deployments of U.S. forces “into situations where imminent involvement in hostilities is clearly indicated by the circumstances.” The law, too, makes clear that U.S. forces engage in hostilities when they “command, coordinate, participate in the movement of, or accompany the regular or irregular military forces of any foreign country” in combat. Having just uncovered the unauthorized use of foreign proxies in Laos, Congress knew that it had to regulate the use of partner forces to prevent further encroachments on its constitutional war powers.

The current Congress should follow in the footsteps of its predecessors and reassert the balance of war powers set forth in the Constitution. Doing so will require substantial modification, if not outright repeal, of the Department of Defense’s security cooperation authorities. More ambitiously, it will require substantial reform to the War Powers Resolution, which has been undermined through executive branch lawyers’ dubious interpretations of its terms, presidential noncompliance, and congressional neglect.

This part proposes specific reforms that would rein in presidential war-making under the guise of security cooperation. The reforms fall into three categories: preventing unauthorized hostilities; improving congressional and public oversight; and restating and enforcing the balance of war powers.

Preventing Unauthorized Hostilities

As discussed, security cooperation programs can lead to congressionally unauthorized hostilities in a range of circumstances. Congress has several options for preventing this outcome, while still allowing the Department of Defense to work with partner forces as Congress sees fit.

The most straightforward way to address these risks is to repeal §§ 333, 127e, and 1202 outright. These standing authorities are not limited by geography or adversary. They afford the Department of Defense near-total discretion on where and how §§ 333, 127e, and 1202 programs
are run. By repealing these authorities, Congress can ensure that it has a role in deciding what foreign partners U.S. forces work with and what adversaries they pursue.

Repealing §§ 333, 127e, and 1202 would return the balance of power to where it stood before the war on terror. The Department of Defense would have to go to Congress for the authority to work with specific partners in, for example, Honduras, Lebanon, or Mongolia. It would have to convince Congress that deploying U.S. forces or building foreign proxies in those locations makes sense and is in the United States’ foreign policy and national security interest.

The Department of Defense and Congress are perfectly capable of working together in this manner. In 2015, Congress created the Ukraine Security Assistance Initiative to allow the Department of Defense to provide training and equipment to Ukrainian forces on top of that permitted by § 333. And in 2021, Congress adopted a law encouraging the Department of Defense to start § 333 programs focused on cybersecurity in Vietnam, Thailand, and Indonesia. Having Congress legislate on individual programs, as it has done in these cases, would ensure that Congress understands and controls where U.S. forces are deployed, who they work with, and whether and against whom they engage in combat.

If §§ 333, 127e, and 1202 remain in place, Congress should amend these authorities to require that programs have the prior approval of the congressional armed services and foreign affairs committees. Although the White House has disclaimed the constitutionality of prior-approval provisions, arguing that they are proscribed legislative vetoes under the Supreme Court’s 1983 INS v. Chadha decision, Congress has held steadfast to the legislative mechanism and has continued to enact prior-approval provisions in various appropriations laws.

These provisions are on solid legal ground. The Chadha decision struck down a true legislative veto that allowed either the House or the Senate to undo an agency action that Congress had otherwise empowered the agency to undertake. A prior-approval provision is cleanly distinguishable: unlike a legislative veto, a prior-approval provision does not attempt to exercise the legislative power to undo an agency action. Instead, it establishes a condition precedent for an agency to undertake an action. No one disputes Congress’s ability to condition the use of an authority on subsequent events. If Congress were to add prior-approval provisions to §§ 333, 127e, and 1202 — specifying that no funds could be used for these programs without committee approval — the subsequent events unlocking these authorities for the Department of Defense would be affirmative committee votes.

Even if executive branch lawyers are averse to this reasoning, Congress can enact its prior-approval provisions in a way that forces the Department of Defense to respect them. Namely, Congress can specify that the prior-approval provisions are not severable from the §§ 333, 127e, and 1202 authorities themselves. Any argument that a prior-approval provision is unconstitutional, and thus can be ignored or downgraded to a prior-notice provision, would open the door to these authorities being struck down in their entirety.

Requiring a vote in favor of specific security cooperation programs is just one of several ways that Congress can guard against unauthorized hostilities. Congress should also explicitly prohibit the Department of Defense from running nonoperational security cooperation programs, like those under § 333, in or near hostile territory. This would reduce the likelihood of U.S. forces encountering their partner forces’ adversaries, thereby reining in avoidable exercises of unit self-defense and questionable invocations of collective self-defense.

With respect to operational security cooperation programs, Congress should require §§ 127e and 1202 partners to support “statutorily authorized” operations, not simply “authorized” operations. This small change would prevent the Department of Defense from using §§ 127e and 1202 programs to implement the executive branch’s expansive view of constitutional self-defense. The United States could still invoke self-defense, but it would not be able to build and command surrogate forces to that end. In practice, this would have little to no effect on U.S. forces’ ability to engage in true constitutional self-defense, as when U.S. forces are deployed far from known adversaries yet find themselves threatened. In this kind of circumstance, U.S. forces would not have the time to set up a §§ 127e or 1202 program as they respond to an unforeseen, sudden attack.

Congress should also take steps to prevent misunderstandings about how §§ 127e and 1202 partner forces may be used, consistent with the legal authorities available. First, Congress can specify that §§ 127e and 1202 partner forces are subject to EXORD limitations. This would prohibit the Department of Defense from asking partner forces to conduct missions that U.S. forces cannot lawfully conduct. Second, Congress can establish basic requirements for the information that EXORDs must contain. At a minimum, EXORDs permitting the use of force should specify the law under which force is authorized and name the groups against which force can be used.

Finally, Congress should reduce the likelihood that the Department of Defense misuses its authorities by subjecting §§ 127e and 1202 to a fulsome interagency process. Programs under these authorities, like those under § 333, should require the secretary of state’s concurrence and Leahy vetting — not just the concurrence of an ambassador. The Department of Defense itself has said that the § 333 interagency process “helps ensure [that its] proposals support the broad range of U.S. national security and foreign policy objectives” and has denied that the process “slows down implementation [] or interferes with opera-
tional priorities.”

Aligning the interagency process for §§ 127e and 1202 with the established process for § 333 would thus add a critical layer of review with minimal operational cost.

Whether security cooperation authorities are repealed entirely or reformed along these lines, the changes would add much-needed guardrails to the current security cooperation regime. They would not end security cooperation or leave U.S. allies high and dry. Instead, they would ensure that Congress is consulted on where and how security cooperation takes place and would prevent such activities from serving as a gateway to unauthorized hostilities.

### Improving Congressional and Public Oversight

One of the most striking features of the current security cooperation regime is how little anyone outside the Pentagon and the White House knows about U.S. programs with partner forces, particularly programs under §§ 127e and 1202. The Department of Defense’s intense secrecy regarding these programs and the hostilities they involve or enable has frustrated Congress’s checks and balances on the executive branch’s use of the military. And it has prevented any semblance of public accountability. Congress should address these transparency shortfalls by increasing congressional and public access to key information on security cooperation.

Congress has both legislative and nonlegislative avenues for improving its own oversight of security cooperation programs. With respect to the former, Congress should reform the notification provisions for §§ 333, 127e, and 1202 to ensure that the relevant committees receive information sufficient to assess whether U.S. forces intend to conduct or are otherwise likely to end up in hostilities. At a minimum, this would require the Department of Defense to provide information on (1) where U.S. forces plan to deploy, and where potential adversaries operate, within a country; (2) the identities of all potential U.S. and partner force adversaries in a country, including whether such adversaries are covered by an authorization for use of military force; (3) whether applicable EXORDs permit U.S. forces to engage in combat against these potential adversaries, and on what legal bases; (4) whether the envisioned partner forces are currently or imminently engaged in hostilities with these potential adversaries; (5) whether the envisioned partner forces are or will be designated as eligible for collective self-defense; and (6) the risks identified in programmatic monitoring and evaluation. This information should be made available to Congress before U.S. forces launch a program.

To oversee ongoing programs, Congress should expand the reporting provisions in §§ 333, 127e, and 1202 to include whether (1) U.S. forces have engaged in combat; (2) partner forces have engaged in combat, including combat directed by U.S. forces; (3) the legal authorities, including EXORDs, have changed in the area; and (4) the previously identified programmatic risks have materialized or changed. Congress should also expand the briefing and notification regimes for sensitive and significant military operations, such that they capture information on all activities that involve or rise to the level of a use of force. Finally, Congress should modify the monitoring and evaluation regime in § 383 to ensure that it covers activities under §§ 127e and 1202, addresses war powers concerns, and regularly updates Congress on whether the Department of Defense’s programs are safe, cost-effective, and meeting articulable benchmarks.

These reporting, briefing, and notification regimes should provide information not only to the congressional defense committees but also to the foreign affairs committees. Unauthorized hostilities, or the risk of them, are at the core of the foreign affairs committees’ jurisdiction. Any action under the War Powers Resolution or any amendment to the authorizations for use of military force must originate with the foreign affairs committees. As long as these committees are left in the dark, Congress will not be fully empowered to respond to the Department of Defense’s uses and misuses of its authorities.

Beyond legislative action, Congress can act internally to improve its security cooperation oversight. To start, the House should align its practices regarding access to sensitive compartmented information with the Senate’s. In late 2021, the Senate announced that each member would be allowed at least one personal staffer with SCI access.

On the Senate side, this was a crucial step toward staffers being able to view §§ 127e and 1202 reports and notifications. Until the House expands SCI access for its members’ staffers, §§ 127e and 1202 reports and notifications will continue to be out of reach. Relatedly, both the House and Senate should set the expectation that staffers on the congressional defense committees will inform the relevant member offices when the Department of Defense submits §§ 333, 127e, and 1202 materials. Even if personal staffers cannot view these materials themselves for lack of SCI access, they can recommend that their members go to the committee office to view them.

Notwithstanding the heavy classification of many security cooperation notifications and reports, the public — and staffers without SCI access — should have access to at least some information regarding security cooperation activities. At a minimum, the public should be told where, against whom, and under what authorities U.S. forces are engaged in hostilities through or with partners. The public should also be told how costly these hostilities are, in terms of not only dollars but also lives lost by U.S. soldiers, partner forces, and civilians. Finally, the public needs to know which partner forces the Department of Defense reserves
the right to defend, potentially deepening U.S. involvement in foreign conflicts. Without this information, Americans cannot understand the scope or risks of the wars carried out under these authorities, much less make demands of their representatives regarding them.

Lastly, Congress should revive the transparency principles enshrined in the Constitution’s Two-Year Clause by taking decisive action when the Department of Defense unduly delays or withholds required reports. The 2022 NDAA establishes a model for doing just this: § 1048 of that law withheld 25 percent of the Department of Defense’s operation and maintenance budget until the department submitted two overdue reports, one on EXORDs and another on civilian casualties.\(^\text{300}\) Congress should continue to use this kind of mechanism to obtain overdue reports. Moreover, it can and should consider preemptively withholding funds to incentivize the Department of Defense’s timely submission of reports.

Simply put, the lack of transparency on security cooperation is undemocratic and dangerous. Congressional oversight is sorely needed, particularly as the Department of Defense pivots to great power competition and conducting irregular warfare against nuclear states. The danger of these programs leading to unauthorized hostilities and military escalation will only continue until Congress and the public can secure greater transparency.

Restating and Enforcing the Balance of War Powers

Ultimately, no reforms will fully reassert Congress’s control over military affairs — as enshrined in the Declare War Clause and the Constitution’s enumerated powers to create, fund, and regulate the military — without a functional War Powers Resolution. This law has been systematically undermined through decades of executive noncompliance and congressional neglect. Separately, it is outdated. Its authors could not have anticipated the modern era of light-footprint warfare or the ever-growing breadth of the inherent powers claimed by the president.

Several legislative proposals, most notably the National Security Reforms and Accountability Act (NSRAA) in the House and the National Security Powers Act (NSPA) in the Senate, attempt to inject new life into the War Powers Resolution.\(^\text{301}\) These proposals address some of the law’s shortcomings, such as its failure to define “hostilities,” that have been exploited by executive branch lawyers. They also work toward modernizing the War Powers Resolution by, among other things, explicitly stating that “advise, assist, accompany” missions with partner forces can rise to the level of hostilities.

But the NSRAA and NSPA do not go far enough. Neither bill refutes the specific theories of inherent power that executive branch lawyers have crafted and enlarged over the past several decades. Instead of allowing presidents to erode its war powers by articulating ever-expanding interpretations of what they may do without congressional authorization, Congress should denounce the collective self-defense and national-interest theories and withhold funding for activities conducted on those bases. Alongside passing the NSRAA or NSPA, such a step would be one of the strongest that Congress could take to reassert its vital role under the Constitution.
Conclusion

The war on terror is in its third decade. Americans who were not yet born on September 11 are fighting groups that did not yet exist on September 11. They are doing so in countries and with partner forces that the public and even most of Congress can hardly fathom. More dangerous still, the executive branch has set its sights on great power competition, preparing for potential confrontations with nuclear states.

This state of affairs is the result of a decades-long shift in the balance of power between Congress and the president. Under the Constitution, only Congress has the power to decide when, where, and against whom the country is at war. Yet since the Cold War, and particularly since 2001, this most democratic branch has ceded its power to the White House and the Pentagon, enabling them today to wage secret wars across Africa and Asia.

Congress must reclaim its constitutional role and ensure that the decision to use military force is made not just solemnly but also democratically. As war powers and good governance advocates have long argued, Congress should repeal or reform the outdated and overstretched AUMFs and the covert action statute. But those actions, while essential, are insufficient. Congress should also repeal or reform the Department of Defense’s security cooperation authorities. Until it does so, the nation will continue to be at war — without, in some cases, the consent or even knowledge of its people.
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To be sure, vetting the full range of potential §§ 127e and 1202 partners could be challenging. It is unclear what standards should apply when investigating the background of an irregular force or a private individual. This is all the more reason why the Department of State, with its expertise in conducting human rights vetting and analyzing human rights abuses, should be involved in assessing §§ 127e and 1202 partners.


NDAA for FY 2020, § 1048.
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