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 The LA JRIC will using
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Information into :
and to
INn the

Central District of California.



Mission
(MOU)

The JRIC will

either affecting or having the
potential to affect the greater Los Angeles region and
provide for intake, analysis, fusion, and synthesis of that
Information.

The JRIC will operate on a 24 hours a day, 7
days a week basis.
Investigative activities will be limited
to those necessary to support intelligence gathering and
analysis.



} Additional Functions
- ), (MOU)

 The JRIC will function as the State of California
Regional Terrorism Threat Assessment Center

 The JRIC will regional and local
Infrastructure protection initiatives by providing
analytical support and producing threat
assessments.

 The JRIC will also support law enforcement
training related to terrorism awareness and
analysis.



e The Assistan
Los Angeles

JRIC Governance

(MOU)

t Director in Charge (ADIC) of the
Field Office of the FBI, the Sheriff

of Los Angeles County, the Chief of the Los
Angeles Police Department, the United States

Attorney for t
the Chief of t

ne Central District of California, and
ne California Department of Justice

Criminal Inte
shall identify,

ligence Bureau or their designees,
agree upon, and articulate goals

and objectives for the JRIC.
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, who will closely coordinate with the
Sheriff of Los Angeles County, the Chief of the
Los Angeles Police Department, the United
States Attorney for the Central District of
California, and the Chief of the California
Department of Justice Criminal Intelligence
Bureau or their designees, on matters of mutual
concern relating to such policy and direction,
thus ensuring the absence of conflict.



Best Practices

— Local (LAPD, LASD, TEW) State (CA DOJ, other
RTTAC'’s) Federal (FBI, DHS)

e Firstin Country to have presence
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— All new Tips recorded into the system must be scored and rated
according to Intelligence Guidelines. They can’t be entered
unless they are scored.

— All new records created must be substantiated by a tip or lead
based on reasonable suspicion or criminal predicate.

— All new Tips and Leads automatically purged by Memex after
one year and review by staff.

— All Intelligence files automatically receive a 5 year review date.
— All actions on the system are captured in an audit trail.



OPERATIONS SECTION

TERRORISM LIAISON
COORDINATION
BRANCH
BC Mike Little

PUBLIC SAFETY
COORDINATION
GROUP

TLO
COMMUNICATIONS
GROUP

TLO TRAINING
COORDINATION UNIT

Mark Tharp

INDICATORS AND
WARNINGS BRANCH
Sgt Bob Norris

LEAD ANALYSIS
GROUP
Harriet Giwertz, Roz
Rosentrater, Aaron
Bankhead

SITUATIONAL
AWARENESS GROUP
Bruce Yoell, Brian
Yanagi

INVESTIGATOR
LIAISON UNIT
Jeff Liberman, Cindy
Selander, Dean
Bentsen, Dan Regalado

CONSEQUENCE

MANAGEMENT BRANCH

Capt. Richard Diaz

HEALTH AND
HOSPITAL GROUP

CRITICAL
INFRASTRUCTURE
TEAM

EMERGENT CRISIS
SUPPORT TEAM

LA JRIC UNIFIED COMMAND
FBI - COMMANDER (SSA Steve Oda)
LAPD COMMANDER (LT Robert Fox)
LASD — COMMANDER (LT Robert Galarneau)

INTELLIGENCE SECTION
Joel Cohen

ANALYSIS BRANCH
Pierre Matta

CURRENT INTELLIGENCE
UNIT
Pete Barrera, James Huett,
Emily Walter, Jason Viega,
Shaquana Hall

STRATEGIC
INTELLIGENCE UNIT
Pierre Matta, Christa Burch,|
Patti Palmer, Tim Schey

FIELD INTEL UNIT
Cindy Gatiglio, Dana
Trottier, Don Barfield,

Glorivee Mendoza

ADMINISTRATION SECTION

Stan Salas

TECHNOLOGY
BRANCH
Mario Cruz

TECHNOLOGY
SUPPORT UNIT

EMERGING
TECHNOLOGY
UNIT

ADMINISTRATIVE
BRANCH
Branch Director

OPSEC UNIT

PURCHASING UNIT

CLERICAL UNIT

TRAVEL & TRAINING
UNIT
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j)  Intelligence Products
(Deliverables)
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e Net Assessments

e Sit Reps (Situational reports)
e Advisories

« BOLO

e Warnings

o Alerts

« Bulletins

e Threat Assessments
e EXecutive Report

e TLO Report

« SME Analysis Reports
o Tips/Leads



LA-JRIC Statistics Selection

LA-JRIC Intelligence Manager Statistical Reports

Display a report by double clicking on its name in the list below.

Murmber OFf Mew Accounts Created On Each Day Last Maonth

Mumber Of Mew Bocounts Created Monkh-By-Month

Mumber of Disseminations Performed For Other Agencies On Each Day Last Maonth

Murmber Of Disseminations Performed For Other Agencies On Each Day OF Last Maonth, Broken Down By St
Mumber Of Disseminations Performed For Other Agencies Monkth-By-Maonth

Murnber of Disseminations Carried Ouk For Other Agencies, Month-By-Month, Broken Down By Agency.
Murnber OF Searches Performed For Other fgencies On Each Day OF Lask Month

Mumber OFf Searches Carried Out For Other Agencies On Each Day OF Last Month, Broken Down By Sgency
Mumber Of Searches Performed For Other Sgencies, Monkth-By-Maonth

Murmber Of Searches Perfarmed For Other Sgencies, Month-By-Maonth, Broken Down By Sgency

Mumber of Tips Assigned ko Each User

Mumber of Disseminations Carried Out On Each Daw OF Last Month

Murmber of Disseminations Performed, Month-By-Month

Murmber OF Mew Location Records Created On Each Day OF Last Month

Murnber of Location Records Created Month-On-Month

Murmber Of Users Logging-Cn To Inkeligence Manager On Each Day OF Last Maonth

Murmber OF Users Logging-On To Inkeligence Manager, Month-By-Maonth

Murmber Of Miscellaneous Records Creaked On Each Day OF Last Month




£ Microsoft Excel - JRIC Stats.xls ‘ |E”g|

Number Of Disseminations Performed For Other Agencies On Each Day Of Last Month, Broken
Down By Agency

4/26/2006
Day

M 4 » ¥} Agency Disseminations Day 2 / e e &
MUM




% Tips Month /

Number Of Tips and Leads Records Created, Month-By-Month
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49\ Measurable Objectives
M i o (Concept of Operations)

* Integrate the intake, analysis, fusion, and
synthesis of intelligence information with an
emphasis on terrorist threat intelligence.

» Identify patterns and trends that may be
Indicative of emerging threat conditions.

* Provide relevant and actionable intelligence in a
timely manner to prevent, mitigate, and respond
to emergent threats.




e Operate on a 24 X 7 basis.

Produce and disseminate, on a regular basis,
ocally relevant threat summary products to
orovide regionally focused situational awareness

of significant criminal and terrorism events,

trends, and threats.

Consistent with esta
share and exchange

nlished dissemination policy,
terrorism-related

Information and intell

igence products with pubic

and private sector organizations having public
safety and infrastructure protection

responsibllities.



 Develop, maintain, and expand a broad liaison
and Iinformation and intelligence sharing base
which includes law enforcement, public safety,
and critical public sector counterparts. EXxisting
Terrorism Early Warning Group, Regional Public
and Private Infrastructure Collaboration Systems
(RPPICS), Public Sector Terrorism Response
Groups (PSTRG), and InfraGard initiatives
should be utilized and expanded upon.



Suggested Initial Measures

Functions Training- Data Capture Tips and Leads Strategic
Analytical and Analysis Analysis and
Terrorism Intel Production/

Information
Sharing
# of personnel # of Library New tips and leads # of visits/visitors
hired/contracted Documents added records added
# of courses/name of New Account records # of tips assigned to # of publications
course/topics added each user
# and name of New Location records | # of tips due to be # of presentations
agencies trained added reviewed
# of people trained New Miscellaneous # of tips overdue one Total # of searches
records added month or less performed for outside
agencies
New Object records # of tips overdue more | # performed per
added than one month agency
New Organization Total # of
records added disseminations
New Subject Records # of disseminations by
added agency
New Technology # and name of
records added participating agencies
New Vehicle Records # of MOU’s
added
Total number of # of requests for
searches performed projects
Measures Number of users that Customer Satisfaction

logged onto the
system

Surveys and
positive/negative
outcomes




§) Intelligence vs. Privacy Rights
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 The JRIC will not be a primary investigative entity.
Investigative activities will be limited to those necessary
to support intelligence gathering and analysis. (MOU)

 The JRIC does not maintain intelligence files. JRIC has
access to files maintained by primary participating
agencies for strategic analysis purposes to “connect
dots.” (Memex)

e Each primary participating agency is subject to
Intelligence guidelines (US DOJ, Cal DOJ, LAPD Police
Commission Guidelines).
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The authority for entering into this MOU can be found at 28 U.S.C. §
533; 42 U.S.C. 8§ 3771;

on General Crimes, Racketeering Enterprise and

Terrorism Enterprise Investigations (AG Guidelines) effective on
5/30/2002, and the

, effective
10/31/03, as they pertain to International Terrorism matters. In

addition, it is understood that personnel of the
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o 28 CFR part 23 governs the basic
requirements of the intelligence system
process. The process includes:

— Information submission or collection
— Secure storage

— Inquiry and search capabillity

— Controlled dissemination, and

— Purge and review process
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Selecting
each button
opens the
rating choices
for each
evaluation:
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Source — Reliable, Usually Reliable,
Sometimes Reliable, Unreliable, Reliability Unk

Intelligence — Confirmed, Probably True,
Possibly True, Doubtful, Cannot Be Judged
Handling — LES, SBU, FOUO, Confidential,
Open Source

Each Evaluation button opens a Source Evaluation box with rating buttons for each:

Source

Soarce Evaluation ®

Reliable
Usually Reliable

Sometimes Raliable

Reliabilty Unknown

Click one of buttons A-E to

select the most appropriate
evaluation of the source of
the information contained in
your record.

Intelligence

Canfirmed

LCannot be judgad

Handling

imtebocnce bvaation [ Il ianding Codes E

Law Erdorcement Sersitive - "LES"

Senzitive but Unclasaified - “58U"

Far Official U=e Onky - "FOUO"

Click one of buttons A-E to select the
most appropriate evaluation of the
accuracy of the intelligence
information in your record.

Cancel

Click one of buttons 1-5 to select the
most appropriate evaluation of how
dissemination of the information in your
record should be handled.




j| Suspicious Incident Reports
/ (Tips and Leads)
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e Files may contain names, other personal information and
locations necessary to conduct initial analysis and
vetting.

— Memex prompts user to justify keeping record longer than one
year (28CFR)

— If no action Memex automatically purges information

 Otherwise, case becomes open intelligence case by
appropriate agency and file maintained by agency, not
JRIC.

e Recommendation

— NCTC or other Federal Agency create a system for State and
locals to dump SIR’s into that can be searched against to
connect dots in the future.
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Budget

« UASI Grant
— Lion share of future JRIC budget UASI ‘06 =

Future IT technology
Contract analysts and IT consultants

Salary reimbursement to 6 LA County police departments for
participation in JRIC

Salary reimbursement to other 6 counties of region for
analyst participation in JRIC space or virtual office

Analysis training
On-going operational costs

 FBI Budget
— 5 year space lease
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